Government Access to Encrypted Communications

Australia • Belgium • Brazil • Canada • European Union
France • Germany • Israel • Japan • South Africa
Sweden • Taiwan • United Kingdom

May 2016
This report is provided for reference purposes only. It does not constitute legal advice and does not represent the official opinion of the United States Government. The information provided reflects research undertaken as of the date of writing. It has not been updated.
## Contents

Comparative Summary .................................................................................................................... 1  
Australia ........................................................................................................................................... 3  
Belgium .......................................................................................................................................... 13  
Brazil .............................................................................................................................................. 15  
Canada ............................................................................................................................................ 21  
European Union ............................................................................................................................. 27  
France ............................................................................................................................................. 32  
Germany ......................................................................................................................................... 34  
Israel ............................................................................................................................................... 38  
Japan ............................................................................................................................................... 42  
South Africa ................................................................................................................................... 44  
Sweden ........................................................................................................................................... 49  
Taiwan ............................................................................................................................................ 55  
United Kingdom ............................................................................................................................. 58
This report describes the law of twelve nations and the European Union on whether the government, pursuant to a court order or other government process, can require companies to decrypt encrypted communications or provide the government with the means to do so. Some of the surveys provide additional information on related surveillance issues like the law on monitoring and intercepting communications.

The report finds that while there is a range of approaches among the surveyed countries, a majority make provision for specified intelligence or law enforcement agencies to obtain access to encrypted communications or the means of decryption under certain circumstances.

In France, national intelligence and security services may obtain authorization from the Prime Minister or his delegate, upon the written request of a senior minister, to intercept and read private communications for specifically enumerated purposes, and may request from providers of cryptology services the means to decipher encrypted communications. French law also provides for investigative judges to order the interception, recording, and transcription of private telecommunications in criminal investigations, and law enforcement authorities may obtain authorization to ask any qualified person to perform the technical operations that would allow access to this information.

In Belgium, the intelligence services may obtain authorization from a special independent commission to secretly access, listen to, or recording private communications, and can serve a written demand to the network operator or the service provider for technical assistance; such providers are required to have the technical ability to provide decrypted copies of communications when requested by Belgian intelligence. Also, investigative judges may authorize communication interception operations under certain legally-defined circumstances, and may order anyone who has a particular knowledge of a relevant encryption service to help access communications in a readable format.

Under current law in the UK, specified law enforcement and intelligence officials under certain circumstances may serve written notice on persons or bodies requiring them to disclose encrypted information in intelligible form. A draft revision of the relevant UK law is being considered.

In Australia, under some circumstances, the police may obtain an order from a court requiring certain persons to provide information or assistance to enable the police to unlock a computer or digital storage device that is subject to a warrant, or to provide information on the decryption of data on such a device in order to make it intelligible to the police.
In Japan, law enforcement officials may request the courts to order the decryption of encrypted information during criminal investigations, and courts may also order the decryption of encrypted information during trials.

In South Africa, a law enforcement officer may apply for a “decryption direction” from a court requiring a decryption key holder to disclose the key or provide decryption assistance.

In some countries, such as Canada and Taiwan, the relevant law does not explicitly address decryption, but does provide a framework under which telecommunications companies are required to assist with government surveillance of communications, and the framework would appear to permit orders requiring them to assist with decryption, at least subject to reasonable technological feasibility.

Similarly, in Brazil, while the relevant law does not make direct reference to decryption pursuant to a warrant, the federal telecommunications agency has provided in regulations that communications providers must make available to certain authorities the technological resources and data relating to the suspension of telecommunications confidentiality. Two known cases apparently involving judicial enforcement of decryption orders (albeit subject to judicial secrecy) suggest that companies may be considered obligated to provide decryption assistance to the government.

In Israel, the law does not specifically address orders for decryption. However, encryption activities are regulated and licensed by the Ministry of Defense, and officials of that Ministry may enter any place where an encryption-related activity is being conducted and request information at any time regarding the subject of an encryption license.

In Germany, certain intelligence and law enforcement agencies have authority to access and intercept communications. While they may use whatever technologies they have at their disposal to unlock encrypted communications, and they may demand telecommunications providers to remove encryption put in place by such providers, there is no legal basis in Germany to compel end users to turn over encryption keys they have used, on the principle that suspects cannot be compelled to cooperate in investigations that would incriminate themselves.

Under current Swedish law, it appears unlikely that a Swedish court would force an ISP, encryption firm, or other entity to decrypt data, because warrants must satisfy a proportionality test, and an order of decryption would not likely be considered proportional. There have been some calls and proposals for legislative changes.

At the European Union level, there is no EU legislation that requires tech companies to disclose the keys to encrypted materials to law enforcement authorities, or to decrypt communications upon the request of a government. Relevant agencies on cybersecurity, organized crime, and terrorism have not reached a uniform position on this issue.
SUMMARY  Various federal statutes in Australia relate to the ability of government agencies to intercept and access communications and other data for law enforcement and national security purposes. In terms of requirements for persons to assist in decrypting information, under the Crimes Act 1914 (Cth) federal and state police may obtain an order for certain persons to provide “any information and assistance” necessary to enable an officer to access data in a computer or digital storage device that is subject to a warrant and to make that data intelligible. Such orders can only be made with respect to a “person under investigation, an owner of the device, an employee of the owner, a relevant contractor, a person who has used the device, or a systems administrator.”

The Telecommunications (Interception and Access) Act 1979 (Cth) (TIA Act), which provides a warrant system for intercepting communications and accessing stored communications, does not include a specific requirement for service providers to assist in making encrypted communications or other data intelligible. Under that Act and the Telecommunications Act 1997 (Cth), carriers and carriage service providers are required to provide assistance to officials, including by giving effect to stored communications warrants, providing interception services, and providing “relevant information” about communications.

There have been multiple reviews of the TIA Act and related legislation over the years. Following a report by the Australian Law Reform Commission on privacy issues and recommendations by a parliamentary committee on reforming national security legislation, another parliamentary committee examined the need for a comprehensive revision of the TIA Act. The government has indicated that it will consider possible changes to the Act, including consulting with the telecommunications industry and relevant agencies on the development of appropriate legislative provisions to address issues related to accessing encrypted information.

I. Introduction

There are several federal statutes relevant to the ability of Australian law enforcement and intelligence agencies to access and intercept electronic communications and other data:1

- Telecommunications (Interception and Access) Act 1979 (Cth) (TIA Act):2 This Act provides for various federal and state agencies to obtain interception warrants and stored communications warrants for law enforcement and national security purposes.

---

• Surveillance Devices Act 2004 (Cth): This Act provides for eligible federal agencies to obtain warrants to install and use surveillance devices, including data surveillance devices.

• Telecommunications Act 1997 (Cth): This Act requires that carriers and carriage service providers provide assistance to relevant agencies for the purposes of law enforcement and safeguarding national security.

• Australian Security Intelligence Organisation Act 1979 (Cth) (ASIO Act): This Act provides the Australian Security Intelligence Organisation (ASIO) with various powers, including the ability to obtain computer access warrants and surveillance device warrants.

• Crimes Act 1914 (Cth): This Act includes various search and information-gathering powers of law enforcement officers, including the ability to access data held in a computer or other data storage device.

The powers and procedures in these laws related to electronic communications and data have been the subject of several reviews, with the discussion encompassing the impact of new technologies (including encryption technologies) and the need to balance privacy considerations with national security and law enforcement interests. The most recent change that has resulted from these reviews was the amendment of the TIA Act in 2015 to put in place a data retention system that requires service providers to retain certain data related to communications (i.e., “metadata” rather than content) for a set period of time.

II. Access to Information Held in a Computer

A. Order to Assist Law Enforcement Officer to Access Data

Section 3LA of the Crimes Act 1914 enables a member of the Australian Federal Police (AFP) or a state police force to apply to a magistrate “for an order requiring a specified person to provide any information or assistance that is reasonable and necessary” to allow the member to...
• “access data held in, or accessible from, a computer or data storage device”\(^9\) that is on the premises subject to a warrant or has been moved elsewhere for examination or processing, or that has otherwise been seized in accordance with the Act;

• “copy data held in, or accessible from, a computer, or data storage device, . . . to another data storage device”; and/or

• “convert into documentary form or another form intelligible to a constable” data held in, accessible from, or copied from a computer or device.\(^10\)

Therefore, it appears that a person may be ordered to provide information related to (1) unlocking a computer or digital storage device that is subject to a warrant, and (2) the decryption of data on such a computer or digital storage device in order to make it accessible and intelligible to the police.

The magistrate may grant the order if he or she is satisfied that there are “reasonable grounds for suspecting that evidential material is held in, or accessible from, the computer or data storage device.”\(^11\) In addition, the magistrate must be satisfied that the person specified in the application is either “reasonably suspected of having committed the offense stated in the relevant warrant,” or is the owner or lessee of the computer or device, an employee of or engaged under a contract of service by the owner or lessee, a person who uses or has used the computer or device, or a person who is or was a system administrator for the relevant system that includes the computer or device.\(^12\) The specified person must also have relevant knowledge of the computer or device or the relevant computer network, or of the “measures applied to protect data held in, or accessible from, the computer or device.”\(^13\) Thus, if a technology company, or employee of such a company, does not fall within these categories it cannot be subject to an order requiring it to provide access to the data on a device.

If a person does not comply with an order made under section 3LA, he or she may be charged with an offense that is subject to a penalty of two years’ imprisonment.\(^14\)

**B. ASIO Powers**

There is no similar provision in the ASIO Act requiring a person to provide assistance to ASIO in order for it to access or read data on a computer. A computer access warrant issued by the relevant government Minister under the ASIO Act may authorize the agency to do certain things, including using the target computer, a telecommunications facility, any other electronic equipment, a data storage device, another computer, or a communication in transit for the

---

\(^9\) “Data storage device” is defined in section 3 of the Crimes Act 1914 (Cth) as “a thing containing, or designed to contain, data for use by a computer.”

\(^10\) Crimes Act 1914 (Cth), s 3LA(1).

\(^11\) Id. s 3LA(2)(a).

\(^12\) Id. s 3LA(2)(b).

\(^13\) Id. s 3LA(2)(c).

\(^14\) Id. s 3LA(5).
purpose of obtaining access to the relevant data held in the target computer. If necessary, this can include “adding, copying, deleting or altering other data in the target computer” or in the other computer, or the communication in transit.\(^\text{15}\)

### III. Interception of Communications and Access to Stored Communications

#### A. Warrant System

1. **Interception Warrants**

Under the TIA Act, the Director-General of Security may request an interception warrant, issued by the Attorney-General, with respect to a telecommunications service,\(^\text{16}\) where the interception of communications made to or from that service will assist ASIO in carrying out its function of obtaining intelligence relating to national security.\(^\text{17}\) “Named person warrants” can also be issued that allow the interception of communications made to or from any telecommunications service that the particular person uses or those made using a device identified in the warrant.\(^\text{18}\)

In the course of investigating serious offenses, federal law-enforcement agencies and anticorruption agencies, as well as designated state police forces and other agencies, can apply for similar warrants with respect to a telecommunications service or person.\(^\text{19}\) These are issued by an eligible judge or nominated Administrative Appeals Tribunal (AAT) member.\(^\text{20}\)

2. **Stored Communications Warrants**

The TIA Act “establishes a system of preserving certain stored communications that are held by a carrier” in order to prevent them from being destroyed before they can be accessed under certain warrants.\(^\text{21}\) It also authorizes the issuance of stored communications warrants to criminal

\(^{15}\) ASIO Act s 25A(4)(a) & (ab).

\(^{16}\) “Telecommunications service” is defined in section 5 of the TIA Act as “a service for carrying communications by means of guided or unguided electromagnetic energy or both, being a service the use of which enables communications to be carried over a telecommunications system operated by a carrier but not being a service for carrying communications solely by means of radiocommunication.”

\(^{17}\) TIA Act s 9(1). Warrants issued to ASIO under chapter 2 of the TIA are also referred to as “Part 2-2 warrants.”

\(^{18}\) Id. s 9A.

\(^{19}\) Id. ss 46 & 46A. “Serious offence” is defined in section 5D of the TIA Act.

\(^{20}\) Id. s 39, 46 & 46A. Such warrants are also referred to as “Part 2-5 warrants.”

\(^{21}\) Id. s 107G. “Carrier” and “carriage service provider” (included in the definition of “carrier” in section 5 of the TIA Act) are defined in the Telecommunications Act 1997 (Cth). A “carriage service provider” is a person who supplies, or proposes to supply, a listed carriage service using “a network owned by one or more carriers” or “a network unit in relation to which a nominated carrier declaration is in force.” Telecommunications Act 1997 (Cth) s 87. “Carriage service” means “a service for carrying communications by means of guided and/or unguided electromagnetic energy.” Id. s 7. A “carrier” refers to a holder of a carrier license issued under the Act. The Act requires that the owner of a network unit used to supply carriage services to the public must hold a carrier license, unless a declaration or exemption applies. See id. s 41.
law enforcement agencies in the course of investigating a “serious contravention.” Such warrants can be issued by a judge, magistrate, or certain Administrative Appeals Tribunal members. They authorize access to a stored communication that was made by the person named in the warrant, or by another person with the person named in the warrant being the intended recipient.

Interception warrants issued to ASIO, outlined above, are taken to authorize access to a stored communication where “the warrant would have authorised interception of the communication if it were still passing over a telecommunications system.”

B. Requirement for Carriers and Service Providers to Assist Agencies

Carriers and carriage service providers (including Internet service providers) are required to provide certain assistance to ASIO and law enforcement agencies under the Telecommunications Act 1997 (Cth). However, there is no specific requirement for carriers and service providers to assist agencies by making intercepted or stored encrypted communications intelligible.

Part 14 of the TIA Act, titled “National Interest Matters,” establishes obligations for such entities to

- “do their best to prevent telecommunications networks and facilities from being used to commit offenses”; and
- “give authorities such help as is reasonably necessary” for the purposes of “enforcing the criminal law and laws imposing pecuniary penalties,” “protecting the public revenue,” and “safeguarding national security.”

Such help includes giving assistance by way of

(a) the provision of interception services, including services in executing an interception warrant under the Telecommunications (Interception and Access) Act 1979; or

---

22 TIA Act s 116. “Criminal law enforcement agencies” for the purposes of this part are listed in section 110A of the TIA Act. “Serious contravention” is defined in section 5E of the TIA Act.

23 Id. ss 110, 116 & 6DB.

24 Id. s 117.

25 Id. s 109(a).

26 See definition of “carriers” and “carriage service providers,” supra note 21.


28 Telecommunications Act 1997 (Cth) s 311. See also id. s 313(1) & (3).
(b) giving effect to a stored communications warrant under that Act; or
(c) providing relevant information about:
   (i) any communication that is lawfully intercepted under such an interception warrant; or
   (ii) any communication that is lawfully accessed under such a stored communications warrant; or
(ca) complying with a domestic preservation notice or a foreign preservation notice that is in force under Part 3-1A of that Act; or
(d) giving effect to authorisations under Division 3 or 4 of Part 4-1 of that Act [related to accessing telecommunications data]; or
(e) disclosing information or a document in accordance with section 280 of this Act [related to disclosures of certain information in compliance with a warrant or as required or authorized by or under law].

Additional obligations are contained in Chapter 5 of the TIA Act. These primarily relate to data retention requirements and interception capability. This includes a requirement to comply with any determinations regarding the interception capabilities that a carrier must develop, install, and maintain. Carriers and nominated carriage service providers must also develop interception capability plans and submit these annually to the Communications Access Coordinator in the Attorney-General’s Department for consideration. Approval of such plans may be granted following consultation with interception agencies.

IV. Reviews of the Relevant Laws

The following three reviews or inquiries, conducted in the past ten years, include discussions of the impact of new technologies and privacy considerations in relation to intercepting or accessing electronic communications:

- Australian Law Reform Commission (ALRC) inquiry into Australian privacy law and practice (completed 2008)

---

29 Id. s 313(7).
30 TIA Act pt 5-1A.
31 Id. pts 5-3 to 5-6.
32 Id. ss 189 & 190.
34 TIA Act s 198(2).
Government Access to Encrypted Communications: Australia

- Parliamentary Joint Committee on Intelligence and Security (PJCIS) inquiry into potential reforms of national security legislation (completed May 2013)36
- Senate Legal and Constitutional Affairs References Committee inquiry regarding the comprehensive revision of the TIA Act (completed March 2015).37

Prior reviews relevant to the TIA Act were also carried out in 1994, 1999, 2000, 2003, and 2005. Various amendments have been enacted implementing some of the recommendations that resulted from these reviews.

A. ALRC Report

Chapter 73 of the ALRC report examined the TIA Act, including its interaction with the Privacy Act 1988 (Cth), and made several recommendations for particular legislative and procedural changes.39 It also recommended that the government “should initiate a review to consider whether the Telecommunications Act 1997 (Cth) and the Telecommunications (Interception and Access) Act 1979 (Cth) continue to be effective in light of technological developments (including technological convergence), changes in the structure of communication industries and changing community perceptions and expectations about communication technologies.”40

B. PJCIS Inquiry

Chapter 2 of the 2013 PJCIS report on its inquiry into a package of potential reforms to national security legislation relates to telecommunications interception.41 The committee recommended various changes to the TIA Act, including in relation to privacy protections.42 It also recommended that the Attorney-General’s Department conduct a review of the legislation and that the TIA Act should be “substantially revised,” with a new interception system designed that is underpinned by clear protection for the privacy of communications, provisions that are

39 ALRC Report at 2478.
40 Id. at 2395.
42 See id. at xxiii–xxv (recommendations 1–4, 6 & 8).
technology neutral, maintenance of investigative capabilities, clearly articulated and enforceable industry obligations, and robust oversight and accountability.\(^{43}\)

As part of the inquiry, the Attorney-General’s Department proposed that an offense should be introduced for failure by telecommunications providers to assist in the decryption of communications. The Department stated that

Section 3LA of the Crimes Act 1914 (the Crimes Act) sets out provisions concerning decryption regarding information obtained under search warrants; however this does not extend to communications intercepted pursuant to a warrant under the TIA Act.

In summary, section 3LA of the Crimes Act allows a police officer to apply to a magistrate for a warrant to require a person to provide in accessible form (i.e. in decrypted form) data held on a computer or data storage device, where the computer or data storage device had been seized under a warrant. A warrant may be applied to the person under investigation, an owner of the device, an employee of the owner, a relevant contractor, a person who has used the device, or a systems administrator. There is a penalty of up to two years imprisonment for failing to comply with an order.

A consistent approach to that contained in the Crimes Act would ensure that information lawfully accessed for national security or law enforcement purposes under the TIA Act was intelligible.\(^{44}\)

The PJCIS report noted support for the proposal from certain law enforcement agencies and also reflected the objections of different groups.\(^{45}\) It considered that there was some lack of clarity and specificity in what was being proposed\(^{46}\) and recommended that, should the government decide to develop an offense of failing to provide decryption assistance, it should do so in consultation with the telecommunications industry and relevant government agencies.\(^{47}\)

**C. TIA Act Revision Inquiry**

The Senate committee’s inquiry regarding the comprehensive revision of the TIA Act was carried out over a fifteen-month period, with the report being issued in March 2015.\(^{48}\) The

\(^{43}\) *Id.* at xxviii (recommendation 18).


\(^{45}\) PJCIS Report, *supra* note 41, at 60–63.

\(^{46}\) *Id.* at 63 & 64.

\(^{47}\) *Id.* at 64 (recommendation 16).

committee was asked by the Senate to have regard to both the ALRC report and the PJCIS report. Of particular concern was that the TIA Act should be modernized in order to keep pace with changes in technology, including the view, expressed by the Australian Crime Commission, that the TIA Act “must be capable of overcoming technical advances which are deliberately used to prevent law enforcement from lawfully intercepting and accessing communications.”

The chair of the committee recommended that the TIA Act be “substantially redrafted” to enact a single attribute-based warrant system, and that a Public Interest Monitor should be established to have oversight of the warrant system. Other members agreed with the recommendation for a substantial revision of the Act and the establishment of a single warrant, although some did not think a Public Interest Monitor was necessary.

D. Government Response

In July 2015 the government released its response to recommendations related to the TIA Act that were included in the PJCIS report on national security legislation. It indicated support for nearly all of the recommendations, including the recommendation related to the potential establishment of an offense for failure to assist in decrypting communications. The response stated that

> [t]he Australian government supports strong encryption, which underpins modern, secure communications technologies. These technologies are fundamental to a digital economy, and provide an unparalleled opportunity for exercise of the fundamental freedoms of expression, peaceful assembly and association.

However, the use of encrypted communications for serious criminal purposes and purposes prejudicial to security represents an increasingly significant barrier to the ability of governments to bring serious offenders to justice.

---

49 Id. at 3.
50 Id. at 10.
51 Id.
52 Id. at 41.
53 Id. at 82–87.
Accordingly, the Government will explore, in consultation with agencies and the telecommunications industry, the development of appropriate legislative provisions, including safeguards, oversight and accountability measures.55

More broadly, the government stated that it intends to finalize its detailed response to a number of the recommendations related to the TIA Act following the delivery of a report concerning whether the agencies that may access the content of communications should be standardized, which is to be completed by April 13, 2017.56

55 Government Response, supra note 54, at 11–12.

56 See id. at 2–3, 4 & 8.
I. Decryption at the Request of Intelligence and Security Services

The main legislative framework for intelligence-gathering in Belgium is the Law of November 30, 1998, Organizing the Intelligence and Security Services.\(^1\) Article 18/17 of this Law provides that intelligence services may “listen to, gain knowledge of, and record communications” in order to fulfill their missions.\(^2\) An intelligence service must obtain prior authorization from a special independent commission before secretly accessing, listening to, or recording private communications.\(^3\) When an intelligence service has obtained the required authorization to conduct this kind of surveillance on an electronic communications network, it can serve a written demand to the network operator or the service provider, upon which the network operator or service provider is required to give technical assistance to the intelligence service.\(^4\) Any person who refuses to give technical assistance pursuant to a properly authorized demand is punishable by a fine of €26 to €10,000 (about US$29 to US$11,270).\(^5\) On the other hand, companies and individuals who cooperate in giving technical assistance are paid for their services on the basis of government-established rates.\(^6\)

The principal statute governing electronic communications in Belgium requires that network operators as well as end users be capable of allowing the authorities to “listen to, gain knowledge of, and record” communications.\(^7\) A Royal Order from 2010 includes electronic communications service providers alongside network operators as being required to have the technical ability to provide clear and readable (decoded, decompressed, and decrypted) copies of communications requested by Belgian intelligence services.\(^8\) It appears, in other words, that

---


\(^2\) Id. art. 18/17.

\(^3\) Id. art. 43/1.

\(^4\) Id. art. 18/17.

\(^5\) Id.

\(^6\) Id. art. 18/18.


\(^8\) Arrêté royal du 12 octobre 2010 déterminant les modalités de l’obligation de collaboration légale en cas de demandes concernant les communications électroniques par les services de renseignement et de sécurité [Royal Order of October 12, 2010, Establishing the Conditions of the Obligation of Lawful Collaboration in Cases of Demands by Intelligence and Security Services Regarding Electronic Communications] art. 8, \url{http://www.ejustice.just.fgov.be/cgi_loi/loi_a.pl}, archived at \url{https://perma.cc/5ZG7-VUL9}.
service providers and network operators may not use or make available any form of encryption that they would be unable to decrypt themselves.

II. Decryption at the Request of Judicial and Law Enforcement Agencies

The Belgian Code of Criminal Investigations allows investigative judges \textit{(juges d’instruction)} to “listen to, gain knowledge of, and record” private communications when warranted by certain legally-defined circumstances.\(^9\) An investigative judge must authorize the communication interception operation by a reasoned ordinance, which must be sent to the Royal Prosecutor.\(^{10}\) An investigative judge may order anyone who has a particular knowledge of the communication service or, if the communication is protected or encrypted, of the protection and encryption service, to help access the communication in a readable format.\(^{11}\) Refusal to cooperate is punishable by between six months and one year of incarceration, and a fine.\(^{12}\) A 2003 Royal Order governing the cooperation of electronic communications providers with judicial authorities was amended in 2011 to require that electronic communications service providers and network operators have the technical ability to provide clear and readable copies of communications requested by Belgian judicial authorities.\(^{13}\)

---


\(^{10}\) \textit{Id.} art. 90quater.

\(^{11}\) \textit{Id.}

\(^{12}\) \textit{Id.}

\(^{13}\) \textit{Arrêté royal du 9 janvier 2003 déterminant les modalités de l’obligation de collaboration légale en cas de demandes judiciaires concernant les communications électroniques [Royal Order of January 9, 2003, Establishing the Conditions of the Obligation of Lawful Collaboration in Cases of Judicial Demands Regarding Electronic Communications]} art. 6, \url{http://www.ejustice.just.fgov.be/cgi_loi/loi_a1.pl?sql=%28text%20contains%20%28%27%27%29%29&language=fr&rech=1&tri=dd%20AS%20RANK&value=&table_name=loi&F=&cn=2003010942&caller=image_a1&fromtab=loi&la=F}, \textit{archived at} \url{https://perma.cc/VAA8-ZVBF}. 
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SUMMARY  In Brazil, a constitutional principle provides for the protection of communications. A federal law regulates the breach of such protection by a court order, while a federal agency determines whether the providers of telecommunications and multimedia services must make available to the authorities the technological resources necessary to suspend telecommunications confidentiality in accordance with the law.

The Code of Civil Procedure does not provide any exemption from the duty to cooperate with the Judiciary, the Penal Code imposes jail time on those who disobey a court order, and a federal law punishes with imprisonment anyone who obstructs the investigation of a criminal offense involving a criminal organization.

I. Access to Communications

This report discusses the Brazilian legal framework for privacy of communications. This framework includes the constitutional principle that protects the secrecy of communications in the country and the law that regulates this principle and grants access to an individual’s communications, provided that such access has been authorized by a court order. The report also discusses the federal agency that regulates telecommunications in the country and that agency’s regulations regarding the suspension of telecommunications confidentiality as a result of a court order.

Provisions of the Brazilian Code of Civil Procedure, the Penal Code, and a federal law that punish disobedience to court orders, is also addressed. The report also offers two examples of application of the abovementioned laws in connection with court orders directing two different companies to grant access to the accounts of individuals who were under criminal investigation.

A. Constitutional Principle

According to article 5, section XII, of the Brazilian Constitution, the secrecy of correspondence and of telegraphic, data, and telephonic communications is inviolable. The only exception is for legally defined, court-ordered interceptions of telephonic communications in criminal investigations and fact-finding phases of criminal prosecutions (instuição processual penal).\(^1\)

B. Law No. 9,296 of July 24, 1996

On July 24, 1996, Law No. 9,296 was enacted to regulate the final part of section XII of article 5 of the Constitution regarding lawful interceptions of communications. The Law states that the

interception of telephone communications of any kind, as proof in a criminal investigation or in the fact-finding phase of a criminal prosecution, requires a court order issued by the competent judge in the main legal action, under judicial secrecy.\(^2\) It also says that this provision applies to the interception of the flow of communications on data systems (sistemas de informática e telemática).\(^3\)

**C. Law No. 9,472 of July 16, 1997**

Law No. 9,472 of July 16, 1997, provides for the organization of telecommunications services in the country. The Law created the National Telecommunications Agency (Agência Nacional de Telecomunicações, ANATEL), a federal agency subordinate to the Ministry of Communications and charged with the duty of regulating telecommunications in the country.\(^4\)

“Telecommunications” are defined by Law No. 9,472 as the “transmission, emission, or reception, by wire, radio, optical, or other electromagnetic process, of symbols, characters, signals, writing, images, sounds, or information of any kind.”\(^5\)

Pursuant to article 3 of Law No. 9,472, the user of telecommunications services has the right to the inviolability and secrecy of his or her communications, except in the cases and conditions established in the Constitution and the law.\(^6\)

1. **Resolution ANATEL No. 73 of November 25, 1998**

Fulfilling its duties as established under Law No. 9,472, on November 25, 1998, ANATEL issued Resolution No. 73, which approved the regulation of telecommunications services (Regulamento dos Serviços de Telecomunicações).\(^7\) The Resolution defines “telecommunications services” as the set of activities that enables the “transmission, emission or reception, by wire, radio, optical or other electromagnetic process, of symbols, characters, signals, writing, images, sounds or information of any kind.”\(^8\)

The provider of telecommunications services is obligated to safeguard the privacy inherent in telecommunications services and the confidentiality of data and information, using all necessary means and technology to ensure this right of users. The provider must make available the technological resources necessary to suspend telecommunications confidentiality when so ordered by


\(^3\) *Id.* art. 1(sole para.).


\(^5\) *Id.* art. 60(§1).

\(^6\) *Id.* art. 3(V).


\(^8\) Resolução ANATEL No. 73, anexo, art. 2.
a judicial authority and “maintain permanent control” of all cases, after the execution of such orders, ensuring that they are strictly fulfilled within the authorized limits.9

2. Resolution ANATEL No. 614 of May 28, 2013

To regulate multimedia communications services (Serviço de Comunicação Multimídia), on May 28, 2013, ANATEL issued Resolution No. 614.10 The regulation defines “multimedia information” as “audio signals, video, data, voice and other sounds, images, texts and other information of any kind.”11

The provider of multimedia communications services must ensure the secrecy inherent in telecommunications services and the confidentiality of data, including connection records and subscriber information, using all means and technology available.12 The provider must make available to the authorities authorized to request such information data relating to the suspension of telecommunications confidentiality.13

D. Code of Civil Procedure

The new Brazilian Code of Civil Procedure determines that no one is exempt from the duty to cooperate with the judiciary for the discovery of truth.14

E. Penal Code

The Penal Code provides that disobeying a legal order is punishable by imprisonment for fifteen days to six months and a fine.15

F. Law No. 12,850 of August 2, 2013

Law No. 12,850 of August 2, 2013, defines the term “criminal organization” and provides for criminal investigations, the means of obtaining evidence, criminal offenses related to criminal organizations, and criminal prosecution.16 At any stage of a criminal prosecution, authorities are allowed to access telephone records and data links, records of public and private databases, and

9 Id. art. 26.
11 Resolução ANATEL No. 614, anexo, art. 4(VII).
12 Id. art. 52.
13 Id. art. 52(sole para.).
electoral or commercial information, as well as to intercept telephone and data communications, without prejudice to other means already provided by law, according to the specific legislation.\(^\text{17}\)

A person who personally or through an intermediary promotes, creates, finances, or participates in a criminal organization is punishable by imprisonment for three to eight years and a fine, and is also subject to the corresponding penalties for other criminal offenses committed.\(^\text{18}\) The same penalties apply to those who prevent or in any way obstruct the investigation of a criminal offense involving a criminal organization.\(^\text{19}\)

**G. Law No. 12,965 of April 23, 2014**

In 2014, Brazil issued Law No. 12,965, which establishes principles, guarantees, rights, and duties for the use of the Internet in the country and guidelines for state action.\(^\text{20}\)

Article 7 guarantees to Internet users in the country the inviolability and confidentiality of the flow of their Internet communications and their stored private communications, except as otherwise dictated by court order.\(^\text{21}\)

Article 10 determines that the content of private communications can be made available only by court order, in the cases and manner provided by law, subject to the provisions of sections II and III of article 7 of Law No. 12,965.\(^\text{22}\)

According to article 11, the right to privacy, the protection of personal data, and the confidentiality of private communications and records must be respected in any activity involving the collection, storage, custody, and treatment of records, personal data, and communications through Internet service providers and Internet applications when at least one of these acts occur in the national territory.\(^\text{23}\) This provision applies to the data collected in the national territory and the contents of communications, provided that at least one of the terminals is located in Brazil.\(^\text{24}\) The provision also applies even if the activities are carried out by a legal entity based abroad, provided that the services are offered to the Brazilian public, or at least one member of the same group is established in Brazil.\(^\text{25}\)

---

\(^{17}\) *Id.* art. 3(IV)–(V).

\(^{18}\) *Id.* art. 2.

\(^{19}\) *Id.* art. 2(§1).


\(^{21}\) *Id.* art. 7(II)–(III).

\(^{22}\) *Id.* art. 10(§2).

\(^{23}\) *Id.* art. 11.

\(^{24}\) *Id.* art. 11(§1).

\(^{25}\) *Id.* art. 11(§2).
The providers of Internet services and applications must provide, in accordance with the regulation, information allowing verification of compliance with Brazilian legislation on the collection, custody, storage, or processing of data, as well as information demonstrating the protection of privacy and confidentiality of communications.\textsuperscript{26}

Pursuant to article 12, the following penalties are applied individually or cumulatively to violations of the rules established in articles 10 and 11 of Law No. 12,965, without prejudice to other civil, criminal, and administrative sanctions:

I – a warning, with time indication for corrective action;

II – a fine of up to 10\% (ten percent) of the economic group revenue \textit{[faturamento]} in Brazil in its previous financial year, excluding taxes, considering the economic condition of the offender and the principle of proportionality between the seriousness of the offense and the intensity of the sanction;

III – temporary suspension of activities involving the acts provided for in article 11; or

IV – a ban on activities involving the acts provided for in article 11.\textsuperscript{27}

In the case of a foreign company, the branch, office, or establishment in the country is jointly liable for the payment of fines.\textsuperscript{28}

\textbf{II. Recent Court Cases}

Two court cases illustrate the practical application of the legal framework involving the secrecy of communications and its breach by court order. The first occurred in December 2015 and concerned the suspension for forty-eight hours of the WhatsApp application in the country for failure to obey a legal order as determined by article 12 of Law No. 12,965.\textsuperscript{29}

The second case involved the use of Law No. 12,850 to arrest the Latin American vice-president of Facebook in Brazil for the apparent obstruction of a criminal investigation because the company refused to provide information requested by a judge related to a criminal investigation involving a criminal organization and drug trafficking.\textsuperscript{30}

\textsuperscript{26} Id. art. 11(§3).

\textsuperscript{27} Id. art. 12.

\textsuperscript{28} Id. art. 12 (sole para.).


Both cases are under judicial secrecy (segredo de justiça). Therefore, it was not possible to access the cases to precisely determine the legal basis for the actions taken against the executives of the companies and the current status of access to the users’ communications.

### III. Conclusion

In Brazil, the secrecy of communications is a constitutional principle that can be violated only by a court order. A specific law enacted in this regard regulates the issue and further determines that the authorized interception of communications also encompasses data systems.

The law does not make direct reference to decryption of communications after a warrant has been issued. However, the federal agency in charge of regulating telecommunications, in its regulations defining telecommunications and multimedia services, has specifically determined that the provider of such services must make available to the authorities authorized to request such information the technological resources necessary to suspend telecommunications confidentiality and the data relating to the suspension of telecommunications confidentiality.

In addition to these regulations, the Code of Civil Procedure states that no one is exempt from the duty to cooperate with the judiciary for the discovery of truth, and the Penal Code provides that disobeying a legal order is punishable by fifteen days to six months in jail and a fine.

Furthermore, whoever prevents or in any way obstructs the investigation of a criminal offense involving a criminal organization is punishable by imprisonment for three to eight years and a fine.

Apparently, the burden imposed on companies to make available the technological resources necessary to suspend telecommunications confidentiality includes the obligation to decrypt the communication. Otherwise, a court order granting access to an individual’s communications would be easily avoided. In this sense, it seems that this is what occurred in the two cases mentioned above. As a result, in one instance the service was suspended, and in the other the executive was arrested as a means to compel the companies to grant access to the communications, whether encrypted or not.
Canada
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SUMMARY  In Canada, the term “lawful access” is used to describe the government’s surveillance powers, and primarily involves the interception of communications, the search and seizure of information, and the issuance of production and preservation orders. Part VI of Canada’s Criminal Code regulates the powers of the police to engage in electronic surveillance or interception of private communications. With some exceptions, these powers require judicial authorization or a warrant before they can be exercised. Canada’s existing legal framework for interception, search and seizure, and production of data also applies to encrypted data. However, there does not appear to be a specific provision that imposes requirements on telecommunications providers to decrypt data.

Since 1995, the Solicitor General’s Enforcement Standards (SGES) have been in force. The SGES outline twenty-three technical surveillance standards that must be followed as a condition of obtaining a wireless spectrum license in Canada. Standard 12 establishes an obligation that any type of encryption algorithm initiated by a service provider must be provided to a requesting law enforcement agency. This excludes end-to-end encryption.

I. Introduction

In Canada, the term “lawful access” is used to describe the government’s surveillance powers, and primarily involves the interception of communications, the search and seizure of information, and the issuance of production orders. With some exceptions, these powers require judicial authorization or a warrant before they can be exercised.

Lawful access powers of the police are regulated by the Criminal Code, while the surveillance powers of the Canadian Security Intelligence Service (CSIS) are governed by the Canadian Security Intelligence Service Act. These powers are subject to the Canadian Charter of Rights and Freedoms and Canada’s other privacy laws. On December 9, 2014, Bill C-13, the most recent amending legislation that contains “lawful access” provisions, was passed. The law

---

1 Lawful Access FAQ, SAMUELSON-GLUSKO CANADIAN INTERNET POLICY & PUBLIC INTEREST CLINIC (CIPPIC), http://www.cippic.ca/lawful-access-faq (last updated June 2, 2007), archived at https://perma.cc/MA4C-AGQU.


includes “new investigative powers (preservation demands, preservation orders and production orders) for law enforcement officers for the conduct of their investigation.”

II. Encryption

A. Criminal Code’s Lawful Access Powers

Part VI of Canada’s Criminal Code regulates the powers of the police to engage in electronic surveillance or interception of private communications, including real-time communications, while conducting criminal investigations. Apart from certain exceptions outlined in the Code, judicial authorization is required for the interception of private communications, but in comparison to ordinary search warrants “[t]he requirements for obtaining such an authorization are more onerous.”

Police officials have the power to make demands to preserve computer data. Subject to certain exceptions, searches and seizures of computer data are also subject to judicial warrants. On application, courts may also issue preservation orders to preserve computer data and production orders for the production of transmission or tracking data. In order to disclose the substance of a communication the police must apply for a general production order, which requires a higher evidentiary standard. According to an RCMP statement reported in the news, “wiretap authorization, a search warrant and a general warrant can also be accompanied by an assistance order issued by a court, which compels a third party to provide assistance where that assistance may reasonably be considered as required to give effect to the authorization or warrant.”


7 CRIMINAL CODE § 487.012(1).

8 Id. § 487(1).

9 Id. § 487.013(1).

10 Id. § 487.016(1).

11 Id. § 487.017(1).

12 Id. § 487.014.

13 Nicole Bogart, Can Law Enforcement Legally Access Data on Your Smartphone in Canada?, GLOBAL NEWS (Feb. 24, 2016), http://globalnews.ca/news/2537715/can-law-enforcement-legally-access-data-on-your-smartphone-in-canada, archived at https://perma.cc/4GDV-RJST. “Assistance orders” are provisioned under 487.02 of the Criminal Code, which stipulates that, [i]f an authorization is given under section 184.2, 184.3, 186 or 188 or a warrant is issued under this Act, the judge or justice who gives the authorization or issues the warrant may order a person to provide assistance, if the person’s assistance may reasonably be considered to be required to give effect to the authorization or warrant.

CRIMINAL CODE § 487.02.
Canada’s existing legal framework for interception, search and seizure, preservation and production of data, appears to apply to encrypted data or communications. However, there does not appear to be a specific provision in the Criminal Code that imposes requirements on telecommunications providers to decrypt or establishes backdoor access. According to a recent statement by the Royal Canadian Mounted Police (RCMP) quoted in an investigative report by *Motherboard*, “there is no specific power in the Criminal Code to compel a third party to decrypt or develop decryption tools, nor is there any requirement for telecommunications services to provide these services,” but courts may “compel” third parties like BlackBerry to assist with investigations.

In the same *Motherboard* report defense lawyer Michael Lacy is quoted as saying that the RCMP’s statement “is ‘an overstatement of the law,’ and that even though there is no explicit power relating to encryption backdoors in the Criminal Code, there may still be legal means to order a company to assist the police with decryption.”

According to another news report, which quotes Christopher Parsons, a security researcher and postdoctoral fellow at the University of Toronto’s Citizen Lab, “[w]e don’t actually understand how the RCMP is using the laws that are developed for them.” One critic notes that the Canadian government has been successful “at keeping their abilities regarding encryption quiet.”

Canada’s previous Conservative government introduced lawful access legislation, Bill C-30, which included specific sections that would have imposed decryption requirements on telecommunications service providers, but the Bill was not adopted. Section 6(3) & (4) of the Bill stipulated as follows:

(3) If an intercepted communication is encoded, compressed, encrypted or otherwise treated by a telecommunications service provider, the service provider must use the

---


16 Id.

17 Id.


means in its control to provide the intercepted communication in the same form as it was before the communication was treated by the service provider.

(4) Despite subsection (3), a telecommunications service provider is not required to make the form of an intercepted communication the same as it was before the communication was treated if

(a) the service provider would be required to develop or acquire decryption techniques or decryption tools; or

(b) the treatment is intended only for the purposes of generating a digital signature or for certifying a communication by a prescribed certification authority, and has not been used for any other purpose.  ^{20}

B. Solicitor General’s Enforcement Standards

Since 1995, the Solicitor General’s Enforcement Standards (SGES) have been in force. Those Standards outline twenty-three technical surveillance standards  ^{21} identifying “how mobile telecommunications companies must configure their networks to facilitate telecommunications interceptions.”  ^{22} The Standards must be followed as a condition of obtaining a wireless spectrum license in Canada.  ^{23}

Standard 12 stipulates that, “[i]f network operators/service providers initiate encoding, compression or encryption of telecommunications traffic, law enforcement agencies require the network operators/service providers to provide intercepted communications en clair.”  ^{24} The annotation for this standard also provides

[i]law enforcement requires that any type of encryption algorithm that is initiated by the service provider must be provided to the law enforcement agency unencrypted. This would include proprietary compression algorithms that are employed in the network. This does not include end to end encryption that can be employed without the service provider’s knowledge.  ^{25}

---


^{21} Parsons & Israel, supra note 14.


^{25} Id.
Only circuit-based communications are subject to these requirements\textsuperscript{26} as opposed to packet-based communications.\textsuperscript{27}

These standards were reportedly updated in 2008 and only made public by \textit{The Globe & Mail}, which obtained past and current versions of the documents in 2013.\textsuperscript{28} Some critics have pointed to a lack of transparency “surrounding the government’s position and policies” with regard to encryption.\textsuperscript{29}

\section*{C. Police–Telecommunications Provider Cooperation on Encryption}

In 2012, Rogers, a Canadian telecommunications provider, and the French telecommunications equipment company Alcatel-Lucent proposed an encryption backdoor for law enforcement at a meeting of the 3rd Generation Partnership Project’s (3GPP’s) Lawful Interception Working Group.\textsuperscript{30} The proposal was for “a next-generation voice encryption protocol, known as MIKEY-IBAKE.”\textsuperscript{31} The protocol was designed to protect end-to-end conversations.\textsuperscript{32} According to Parsons and Tamir Israel of the Citizen Lab this proposal was a discussion on “how to weaken communications-related encryption protocols such as MIKEY-IBAKE.”\textsuperscript{33} The Telecom Transparency Project describes this process as follows:

Rogers and Alcatel Lucent proposed that “[i]nstead of deploying the true random number generator to create the random secret” that is used to establish an end-to-end encrypted communication, “a pseudo-random number generator (PRG) is deployed in the client application of the user device.” The Rogers/Alcatel Lucent solution would let a TSP either decrypt traffic in real time or retroactively decrypt traffic that had been encrypted using the PRG. As such, their proposal would effectively undermine the core security design decisions that were “baked” into MIKEY-IBAKE.\textsuperscript{34}

According to an investigative report by \textit{Motherboard}, Canadian police have been in possession of a BlackBerry master encryption key since 2010. The report states that the RCMP used the key in a criminal investigation into a mafia-related death that took place between 2010 and 2012 to intercept and decrypt over one million BlackBerry messages sent using its proprietary BBM
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service. Based on court records in the case, it is unclear how the RCMP actually obtained the key, *Motherboard* said.\(^{35}\)

**III. Conclusion**

In conclusion, although there is no specific provision or power in Canada’s Criminal Code to compel a third-party telecommunications provider to decrypt or create decryption tools, Canada’s existing lawful access provisions in the Code may provide a legal framework for ordering companies to assist the police with decryption.

\(^{35}\) Pearson & Ling, *supra* note 15.
SUMMARY  At the European Union (EU) level, there is no requirement that keys to encrypted materials be disclosed to law enforcement authorities, or that companies decrypt communications in response to a government request. A 2001 nonbinding resolution merely calls upon the Member States in cooperation with telecommunications companies to take into consideration the operational needs of law enforcement authorities when data are encrypted. Electronic surveillance is regulated at the EU Member State level.

The EU agencies dealing with security, terrorism, cybercrime, and organized crime have not reached consensus on access to encryption by law enforcement authorities. The EU’s cybersecurity agency, the European Union Agency for Network and Information (ENISA), is against creating backdoors in encryption products, whereas the EU Counter-Terrorism Coordinator believes the Commission should contemplate introducing legislation on this matter. In a similar vein, the EU’s law enforcement agency, Europol, favors enacting legislation on disclosure as the only practical solution for handling encryption when the keys are held by individual users.

I. Introduction

The European Union (EU) and its Member States share competence in enacting legislation to combat serious crime, including terrorism and organized crime, and to reinforce cooperation between police and judicial authorities to protect people in the EU, while at the same time ensuring compliance with EU rules on personal data protection and privacy.1 Electronic surveillance conducted by national law enforcement authorities to detect and investigate crimes and the parallel cooperation of telecommunications and Internet service providers to allow access is an issue that is regulated at the Member State level.2 The Paris and Brussels terrorist attacks reignited the debate across Europe over whether to expand monitoring by law enforcement authorities in light of concerns about potential violations of the privacy and personal data of individuals. A number of Member States have shown a keen interest in granting their law enforcement authorities greater access to personal data.3

---


II. Legal Framework

At the EU level, two measures deal with access to personal data by law enforcement authorities: a 2001 nonbinding Resolution establishing guidelines concerning cooperation between law enforcement authorities and the telecommunications industry, and the Authorization Directive (2002/20/EC), which, inter alia, makes lawful interception by law enforcement authorities a condition for granting electronic networks and services the authority to operate.5

The 2001 Resolution on Law Enforcement Operational Needs with Respect to Public Telecommunication Networks and Services,6 similarly to its predecessor Resolution adopted in 1995 on the Lawful Interception of Telecommunications,7 contains in the Annex a detailed list of the operational needs of law enforcement authorities.8 The Resolution calls upon the EU Member States to cooperate with communications service providers and to take into account law enforcement operational needs in the development and implementation of any measures concerning legally authorized forms of interception of telecommunications.9 It is up to the discretion of the Member States to adopt legislation requiring telecommunications industries to decrypt materials.

The Resolution, which contains language specific to encrypted materials, calls on the Member States to provide that,

[i]f network operators/service providers initiate encoding, compression or encryption of telecommunications traffic, law enforcement agencies require the network operators/service providers to provide intercepted communications en clair [in a readable format].10
Directive 2002/20/EC contains a number of conditions that may be attached to the general authorization for providing electronic communications networks or services, among them the “[e]nabling of legal interception by competent national authorities in conformity with Directive 97/66/EC and Directive 95/46/EC . . . on the protection of individuals with regard to the processing of personal data and on the free movement of such data.”

III. Encryption

Currently, the EU does not require that keys to encrypted material be disclosed to law enforcement authorities or require companies to decrypt encrypted communications on request of a government, nor have its critical agencies on cybersecurity, organized crime, and terrorism reached a clear and uniform position on this issue.

A. Europol

The 2015 Internet Organised Crime Threat Assessment (IOCTA) prepared by Europol, the EU’s law enforcement agency, estimates that more than three-quarters of cybercrime investigations in the EU confront the use of some form of encryption to protect data and avoid interception. Both TrueCrypt and BitLocker are commonly and increasingly encountered, despite the cessation of TrueCrypt’s development in May 2014. Almost half of all Member States also noted an increased use of encrypted email, typically through PGP (Pretty Good Privacy) software.

The IOCTA explored various options in its debate on encryption, such as using “key escrow” systems, using weakened encryption, or introducing legislation on the mandatory disclosure of encryption keys. It concluded that legislation was the only practical solution for handling encryption, especially in instances where the keys are held by individual users.

In addition, the IOCTA made the following two specific recommendations:

- Law enforcement would benefit from a central database of VPN [Virtual Private Network] and proxy services used by cybercriminals to determine if any are suitable for either information exchange with law enforcement or intervention if criminal in nature.
- Legislators and policy makers, including industry representatives and academia, must implement a workable solution to the issue of encryption which allows legitimate users to protect their privacy and property without severely compromising government and law enforcement’s ability to investigate criminal or national security threats.

---

11 Directive 2002/20/EC, supra note 5, art. 6, para. 1.
12 Id., Annex(A), para. 11.
14 Id. at 69.
15 Id. at 51.
Regarding the enactment of “obligation to disclose” laws, which would oblige individuals to disclose their encryption keys or be subject to a criminal penalty, the IOCTA noted that “this tends to be effective only when data remains on the suspect/criminal’s computer. If the keys are transient, especially if they are system generated, it can be practically impossible to recover these.”

Finally, the Director of Europol, Rob Wainwright, declared that encrypted communications are the biggest obstacle to monitoring terrorists’ actions, adding that “there is a significant capability gap that has to change if we’re serious about ensuring the internet isn’t abused and effectively enhancing the terrorist threat.”

B. EU Cybersecurity Agency

On March 26, 2016, the EU’s cybersecurity agency, the European Union Agency for Network and Information (ENISA), declared that it is against forcing Internet and telecommunications companies to create backdoors for authorities to unlock encrypted messages. ENISA’s director, Udo Helmbrecht, pointed out that the EU has sufficient legislation on information sharing among the national intelligence agencies of the Member States, and emphasized that available information is not used sufficiently and effectively.

C. EU Counter-Terrorism Coordinator

The EU Counter-Terrorism Coordinator, Gilles de Kerchoven, in a 2015 document addressed to EU Justice and Home Affairs Ministers, expressed the view that the European Commission “should be invited to explore rules obliging internet and telecommunications companies operating in the EU to provide . . . access of the relevant national authorities to communications (i.e. share encryption keys).”

D. EU Internet Forum

In 2015, the Commission announced in its Communication on Security Agenda the creation of an IT forum where Europe’s major IT companies would be invited to discuss a number of concerns, including “deploying the best tools to counter terrorist propaganda on the internet and in social networks” and “the concerns of law enforcement authorities on new encryption
The EU Internet Forum was established on December 3, 2015, through the joint efforts of Dimitris Avramopoulos, the EU Commissioner for Migration, Home Affairs and Citizenship, and Věra Jourová, the Commissioner for Justice, Consumer and Gender Equality.21

**IV. Conclusion**

Currently, there is no EU legislation that requires tech companies to disclose the keys to encrypted materials to law enforcement authorities, or to decrypt communications upon the request of a government.

---
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I. Decryption at the Request of Intelligence and Security Services

French law authorizes national intelligence and security services to intercept and read private communications for specifically enumerated purposes, including protecting national security, protecting the “safety of essential elements of France’s economic and scientific potential,” preventing acts of terrorism, repressing organized crime, or preventing the reconstitution of illegal groups (such as banned hate groups or private paramilitary groups).1

Such interceptions must be authorized in writing by the Prime Minister or someone specifically and directly chosen by him/her for that purpose, upon the written request of the Defense Minister, the Minister of the Interior, or the minister in charge of customs and border security.2

Agents duly authorized to intercept electronic communications for intelligence purposes may request from providers of cryptology services the means to decipher their codes.3 This refers not just to encryption keys, but also to any software or other information that would allow the encrypted data to be read.4 A cryptology service provider must submit to the request within seventy-two hours.5 Furthermore, a cryptology service provider may be required to apply the means of decryption him/herself within that same timeframe, unless he/she can demonstrate an inability to do so.6

---


5 Id. art. L871-1.

6 Id.
II. Decryption at the Request of Judicial and Law Enforcement Agencies

If certain conditions are met, an investigative judge (juge d'instruction) may order the interception, recording, and transcription of private telecommunications for the purposes of a criminal investigation.7 In certain circumstances, telecommunications interception, recording, and transcription may also be ordered by a juge des libertés et de la detention (a judge who specializes in determining whether a suspect should be placed in police custody).8

When intercepted information is password protected or encrypted, law enforcement authorities may ask any qualified person or corporation to perform the technical operations that would allow access to this information.9 This requires authorization from the investigative judge, the public prosecutor (procureur de la République), or the court that has jurisdiction over the crime being investigated.10 The Code of Criminal Procedure also provides that law enforcement authorities can request the help of a “Technical Support Center,” which was created in 2002 under the authority of the Ministry of the Interior (the ministry in charge of law enforcement in France).11 Details on this “Technical Support Center” are classified,12 but it appears to specialize in data decryption.13

---


8 Id. art. 706-95, https://www.legifrance.gouv.fr/affichCode.do;jsessionid=42F5EDFF9D0C401F5371916B7A9BDE31.tpdlal14v_1?idSectionTA=LEGISCTA000006167523&cidTexte=LEGITEXT000006071154&dateTexte=20160322, archived at https://perma.cc/V8ZJ-QK5M.

9 Id. art. 230-1, https://www.legifrance.gouv.fr/affichCode.do;jsessionid=42F5EDFF9D0C401F5371916B7A9BDE31.tpdlal14v_1?idSectionTA=LEGISCTA0000023712010&cidTexte=LEGITEXT000006071154&dateTexte=20160322, archived at https://perma.cc/6UWV-3BJZ.
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I. Interception of Communications Data

Article 10 of the German Basic law provides that the privacy of correspondence, mail, and telecommunications is inviolable. Restrictions may only be imposed pursuant to law. If the restriction serves to protect the free, democratic basic order or the existence or security of the German Federation or of a German state, the law may provide that the affected person will not be informed of the measure.¹

Several German intelligence and law enforcement agencies have been authorized to access, intercept, and request stored communications data. This authority and its limits are delineated in article 10 of the Basic Law as explained above and in specific acts. For the Federal Intelligence Agencies, the specific authorizations are contained in the Act on the Federal Office for the Protection of the Constitution;² the Act on the Federal Intelligence Service;³ the Act on the Military Counterintelligence Service;⁴ and the Act to Restrict the Privacy of Correspondence, Mail, and Telecommunications (Article 10 Act).⁵

Furthermore, restrictions on the privacy of mail and telecommunications undertaken by Federal Intelligence Agencies are monitored by the Article 10 Commission of the German Parliament.⁶

The authorizations for the federal law enforcement agencies are contained in the Act on the Federal Criminal Police Office,⁷ the Act on the Federal Police,⁸ the Act on the Customs

---


⁶ Article 10 Act § 1, para. 2, § 15.

II. Transmission of Communications

The German Federal Constitutional Court has held that the transmission of subscriber data by telecommunications providers to a requesting agency is only permissible if there is a legal norm authorizing the agency to request the data and an additional legal norm obligating the telecommunications provider to transfer the data (“double door model”). Telecommunications providers are defined as anyone who exclusively or occasionally provides telecommunications services or who contributes to the provision of such services.

Anyone who operates a telecommunications network that provides publicly available telecommunications services to more than 10,000 participants is obligated to install a surveillance system that complies with the technical requirements set out in the Telecommunications Surveillance Directive and the technical guideline adopted by the German Federal Network Agency. Telecommunications providers must ensure that they are at all times capable of being informed by telephone of incoming requests and their urgency, and that they are able to accept and process such requests during regular business hours.

---


Once a request from an authorized agency is received, a surveillance copy of the communications must be compiled and transmitted without undue delay.\textsuperscript{15} It must include informational content and event data.\textsuperscript{16} The communications are transmitted in the form in which they were received by the telecommunications provider.\textsuperscript{17} If the telecommunications providers do not comply with a lawful transmission request, the Federal Network Agency may impose fines of up to €500,000 (around US$561,100) to force compliance, or partially or completely shut down the operations of the providers.\textsuperscript{18}

III. Encryption of Communications

The aforementioned laws, which allow the access, interception, and transmission of communications, make no distinction between encrypted and unencrypted communications. If the communications have been encrypted by the user, federal intelligence agencies and law enforcement agencies are allowed to use whatever technologies they have at their disposal to unlock lawfully intercepted and transmitted encrypted communications. If they discover an encryption or network key during the course of the interception or surveillance of communications or during the course of a lawful search, they may use it to unlock the encrypted communications.\textsuperscript{19}

However, there is no legal basis that would compel the user to turn over an encryption or network key, in particular with regard to the \textit{nemo tenetur} principle. The \textit{nemo tenetur} principle, derived from the general right of personality found in the German Basic Law and from section 136, para. 1, sentence 1 of the German Code of Criminal Procedure, states that a suspect may not be compelled to cooperate in an investigation that would incriminate him/herself.

If the communications were encrypted by the telecommunications providers (network encryption), the encryption must be removed at the point of transmission to the requesting agency.\textsuperscript{20} Furthermore, if the telecommunications providers support encryption of peer-to-peer communications over the Internet by means of key management provided by them without involving their network elements or those of their partners in the transmission of the content, the providers must make the initial key available to the requesting agency. The telecommunications providers do not need to transmit the exchanged key if they can remove the encryption themselves by means of additional network elements.\textsuperscript{21}

\textsuperscript{15} \textit{Id.} § 6, para. 1.
\textsuperscript{16} \textit{Id.} § 5, para. 1.
\textsuperscript{17} \textit{Id.} § 8, para. 2, no. 3.
\textsuperscript{18} Telecommunications Act § 115.
\textsuperscript{19} Code of Criminal Procedure § 95.
\textsuperscript{20} Telecommunications Surveillance Directive § 8, para. 3.
\textsuperscript{21} Technical Guideline, Part A, Annex D.1, para. 7.5.1; Part A, Annex H.3.2, para. 5.5; Part A, Annex H.3.3, para. 4.4; Part A, Annex H.3.4, para. 6.2.
IV. European Developments

In an April 2015 communication titled “European Agenda on Security,” the EU Commission proposed, among other ideas, to create an EU Forum with IT companies to help counter terrorist propaganda and address the concerns of law enforcement agencies about new encryption technologies. The EU Forum was officially launched in December 2015.

Furthermore, in July 2015, Europol launched the European Union Internet Referral Unit (EU IRU). The goal of the EU IRU is “to combat terrorist propaganda and related violent extremist activities on the internet.” Europol Director Rob Wainwright has expressed concerns that encrypted communications pose problems for law enforcement when dealing with terrorism threats. The German government stated that it supports the efforts and goals of the EU IRU, but that it was not aware of specific plans that were discussed with technology firms regarding encryption mechanisms.

---


Israel’s Secret Monitoring Law, 5739-1979, generally protects privacy rights in Israel by prohibiting the monitoring of conversations, but also carves out certain exceptions to the prohibition in order to protect national and public security. Access to communications data, including traffic data and information regarding the location and identity of a subscriber, may also be authorized for saving or protecting human life, investigating or preventing offenses, identifying and indicting offenders, and lawfully confiscating property. In addition, warrantless orders for access to communications data may be issued under emergency situations to prevent the perpetration of a serious offense, identify the perpetrator, or save human life. Warrantless orders can also be issued for national security purposes under limited circumstances and for a limited duration.

The Order Governing the Control of Commodities and Services (Engagement in Encryption Items) 5735-1974, as amended, prohibits any person from engaging in encryption in the absence of a license issued by the Ministry of Defense and in violation of the conditions enumerated in the license. The Order identifies three types of licenses and exempts certain encryption activities from the licensing requirements.

I. Secret Monitoring

Israel’s Secret Monitoring Law, 5739-1979, provides that “listening to the conversation of another” by means of an instrument in order to prevent and detect crimes generally requires a warrant issued by the president of a district court or his designee. However, listening to conversations conducted in the public domain to protect state security and to prevent and detect crimes is exempt from this requirement. Monitoring international conversations for military censorship and monitoring conversations that utilize communications systems used by the Israel Defense Forces (IDF), the Israeli Police, employees of the Ministry of Communication, and licensed service providers are similarly exempt. Wireless communications for the frequency ranges that are used by amateur radio operators and for broadcasting to the public also do not require permission under the law.

The Law also authorizes the Prime Minister or the Minister of Defense, upon a written request by the IDF Intelligence Division or the General Security Service (GSS), to authorize secret monitoring after considering the extent of harm to privacy and determining that the monitoring is necessary.
necessary for state security.\textsuperscript{4} Granting or extending authorization for secret monitoring for state security reasons is subject to a three-month limit, which can be periodically extended.\textsuperscript{5} In emergency situations and subject to conditions enumerated in the Law, the head of the Israel Security Agency (ISA) or the IDF Intelligence Division are also authorized to issue permits for monitoring conversations.\textsuperscript{6}

Under the Communications (Communications and Broadcasts) Law, 5742-1982, the Prime Minister may issue instructions to a licensed communications service provider (licensee) to provide or facilitate government surveillance in response to a request by the Minister of Defense, the Minister of Domestic Security, the GSS, or the Institute for Intelligence and Special Operations (the Mossad), on the basis of state or public security considerations, and after consultation with the Minister of Communications.\textsuperscript{7}

\section*{II. Interception of Communications Data}

Access to communications data, including information regarding traffic data and the location and identity of a subscriber, may also be authorized by a warrant issued by a circuit court upon the request of an officer designated for this purpose by the General Police Commissioner or by a representative of another investigative authority defined by law.\textsuperscript{8} The court will issue a warrant if it determines that access is required for saving or protecting human life, investigating or preventing offenses, identifying and indicting offenders, or lawfully confiscating property.\textsuperscript{9}

Warrantless orders for access to communications data may also be issued by an authorized law enforcement officer for a limited duration when the officer is convinced that there is an imminent need to receive communications data without delay to prevent the perpetration of a serious offense, identify the perpetrator, or save human life.\textsuperscript{10}

The GSS Law, 5762-2002, authorizes the Prime Minister to issue rules categorizing data (excluding the content of conversations) that must be made accessible to the ISA by communications licensees for national security purposes.\textsuperscript{11} Orders for data transmission issued by the head of the ISA in accordance with these rules must specify the type and purpose of the data and the particulars of the database in which it is stored. Such orders are effective for a limited period of up to six months and may be renewed.\textsuperscript{12}

\begin{thebibliography}
\bibitem{4} Id. § 4.
\bibitem{5} Id.
\bibitem{6} Id. § 5.
\bibitem{7} Communications (Telecommunications and Broadcasting) Law, 5782-1982, § 13, SH No. 1060 p. 216, as amended, available at \url{http://www.nevo.co.il}, archived at \url{https://perma.cc/D5CC-UB5B}.
\bibitem{8} Criminal Procedure (Enforcement Authorities–Communications Data) Law, 5768-2007, § 3, SH No. 2122 p. 72, available at \url{http://www.nevo.co.il}, archived at \url{https://perma.cc/Q4MZ-FPYB}.
\bibitem{9} Id. § 3(a).
\bibitem{10} Id. § 4.
\bibitem{11} General Security Service Law, 5762-2002, § 11(b), SH No. 1832 p. 179, as amended.
\bibitem{12} Id. § 11(c).
\end{thebibliography}
III. Regulation of Encryption

Encryption is regulated by the Order Governing the Control of Commodities and Services (Engagement in Encryption Items) 5735-1974, as amended (the Encryption Order). On the basis of a 1998 amendment to the Encryption Order, the control and licensing of encryption items were transferred “from a military to a civilian licensing authority—i.e., from the IDF to the Ministry of Defense.”

The Encryption Order prohibits any person from engaging in encryption in the absence of a license issued by the General Manager of the Ministry of Defense and in violation of the conditions enumerated in the license.

The General Manager of the Ministry of Defense is authorized to enter any place where an encryption related activity is being conducted and request a licensee to provide information at any time before and after the issuance of an encryption license.

The Order provides for three categories of licenses for engaging in encryption:

A “Restricted License” – a license that imposes restrictions on engagement in encryption items. These restrictions may also apply to permissible forms of engagement in encryption items, or to the nature of permissible sales (e.g. restriction on selling to certain countries and sectors). As a rule, a restricted license is valid for one year.

A “Special License” – is a license for specific engagement; generally involving sale to clients who do not fall under the restrictions imposed on an applicant for a Restricted License. As a rule, a special license is valid for one year.

A “General License” – a license for a particular encryption item which allows the license-holder free use of that item (other than modifications or integration that essentially create a new item for which a separate license is required). The sale of such items of encryption is decontrolled and not subject to reporting procedures. Such general licenses are issued with no time limit to their validity.

---


15 Encryption Order § 2.

16 Id. §§ 4 & 6.

17 MINISTRY OF DEFENSE, supra note 14.
The Order also provides for a category of “Free Means,” which exempts certain encryption activities from licensing requirements. “Free Means” is defined as

a means of encryption for which a general license has been granted or which the Director-General has declared to be decontrolled. Once an encryption item is defined as a free means, it is free of the licensing restrictions. A periodically revised list of encryption items which have been declared “decontrolled” is published in the Official Gazette of the Government of Israel as well as on [the Ministry of Defense] website.\textsuperscript{18}

\textsuperscript{18} Id.
Law enforcement officials in Japan may request the courts to order the decryption of encrypted information during criminal investigations. Courts during trials may also order the decryption of encrypted information.

The Criminal Procedure Code states that where an article to be seized is a recording medium pertaining to electronic records, the person executing the search or seizure order may ask the subject of the order to operate the computer or provide “some other form of cooperation,” which includes decryption of encrypted electronic records. However, the subject is not penalized for refusing to provide such cooperation.

A court may order the custodian of the electronic records or a person with authority to use the electronic records to record the necessary records onto the recording medium or print them out, and order the recording medium seized. Commentators explain that the term “to record” includes “de-encrypt[ing] encrypted electronic records and record[ing]” the necessary electronic records onto the recording medium. However, refusing to make such a recording is not penalized.

Law enforcement officials may request telecommunications carriers to cooperate in implementing the interception of communications pursuant to a court order. Telecommunications carriers that encrypt communications may be asked by law enforcement officials to decrypt the communications. Carriers are obligated to cooperate with law enforcement officials but are not penalized for refusing to do so. Carriers are not required to develop systems or software to decrypt communications because doing so is beyond the scope of the Code’s requirement for carriers to cooperate in implementing the interception of communications.
Law enforcement officials are required to record all encrypted communications in an appropriate medium and attempt to decrypt it later.\(^9\) Currently, the interception of communications is allowed for the investigation of four organized crimes: drug trafficking, gun running, mass smuggling of people, and murders by crime syndicates.\(^10\) A proposal for an amendment to the law that would expand its application is pending before the Diet.\(^11\)

When law enforcement officials obtain encrypted information through the interception of communications or seizures, they may request private firms to decrypt it.\(^12\) However, such firms are not penalized for declining the request.\(^13\)

---

9 Id.
10 Id. art. 13, para. 2.
11 Id. art. 3.
12 Bill to Amend Criminal Procedure Code and Others, Cabinet Bill No. 42 of 189th Diet Session (2015).
13 CODE OF CRIMINAL PROCEDURE art. 197, para. 2.
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SUMMARY

South Africa permits law enforcement and security agencies to intercept various forms of communication. The applicable law requires telecommunications service providers to ensure that their systems can be intercepted and to store all communication-related information for between three and five years. While the agencies must first obtain an interception direction from the relevant court in order to intercept direct or indirect communications, no direction is required in cases of emergency. An agency petitioning for an interception direction may also seek a decryption direction the issuance of which would entitle it, depending on the terms of the direction, to demand that a decryption key holder disclose the decryption key or provide decryption assistance.

I. Introduction

Surveillance of domestic communications is primarily governed under the Regulation of Interception of Communications and Provision of Communication-Related Information Act 2002 and its subsidiary legislation.1 With the exception of a few provisions, the Act took effect in September 2005.2 All of the provisions of the Act had been in effect as of June 2009.3

A 2014 report showed which of the country’s law enforcement and security agencies obtained court authorizations to monitor communications and how often such authorizations were granted. According to the report, from 2008 through 2011, there was a 170% increase in the number of court authorizations (referred to as “interception directions” throughout this report—see Part III,

---


2 Regulation of Interception of Communications and Provision of Communication-Related Information Act § 63.

3 Id.
below) for interception of communications with 206 authorizations in 2008/09 and 418 authorizations in 2010/11.\footnote{RIGHT TO KNOW, STATE OF THE NATION REPORT: TRENDS, PATTERNS AND PROBLEMS IN SECRECY 6 (2014), http://www.r2k.org.za/wp-content/uploads/R2K-secrecy-report-2014.pdf, archived at https://perma.cc/CPK5-Z4Z8.} The report indicated a substantial decline in authorizations in the following two years in which 261 authorizations were issued in 2011/12 and 144 in 2012/13.\footnote{Id.} Most of the authorizations were issued to the South African Police Service (SAPS) and the State Security Agency (SSA). For example, SAPS was issued 107 authorizations in 2008/09 and 436 authorization in 2010/11, while the SSA was issued 84 and 127 authorizations during the same time periods.\footnote{Id.} It is important to note that one authorization may represent large numbers of interceptions—for instance, the report indicated that the facility that intercepts communications was able to make over three million interceptions using only 882 authorizations over a three-year period.\footnote{Id. at 7.}

The above numbers do not account for interceptions conducted without prior court authorization. Over a nineteen-month period in 2010/11, 3,217 interceptions without court authorization are said to have been carried out by law enforcement and security agencies in South Africa.\footnote{Jane Duncan, Securocrats Serious About Cyberwarfare, MAIL & GUARDIAN (Feb. 20, 2015), http://mg.co.za/article/2015-02-19-securocrats-serious-about-cyberwarfare, archived at https://perma.cc/3UUS-UH6F.}

\section*{II. Interception Capability and Storage}

The Communications and Provision of Communication-Related Information Act guarantees the ability of the relevant law enforcement and security agencies in the country to intercept communications by requiring that all telecommunications service providers “provide a telecommunication service which has the capability to be intercepted” and store communications-related information.\footnote{Regulation of Interception of Communications and Provision of Communication-Related Information Act § 30. “Communication–related information” is any information relating to an indirect communication which is available in the records of a telecommunication service provider, and includes switching, dialling or signalling information that identifies the origin, destination, termination, duration, and equipment used in respect, of each indirect communication generated or received by a customer or user of any equipment, facility or service provided by such a telecommunication service provider and, where applicable, the location of the user within the telecommunication system. Id. § 1.} The provision of telecommunications services that do not have the capability to be intercepted is prohibited.\footnote{Id. Preamble; Nazreen Bawa, The Regulation of Interception of Communications and Provisional Communication Related Information Act, in TELECOMMUNICATIONS LAW IN SOUTH AFRICA 296, 300 & 307 (Lisa Thornton et al. eds., 2006), available on the University of Witwatersrand University website, at https://www.wits.ac.za/media/migration/files/TeleLawfull.pdf, archived at https://perma.cc/YE6L-GLH6.} The required period of storage of communication-related information ranges from three to five years.\footnote{Regulation of Interception of Communications and Provision of Communication-Related Information Act § 30.} In addition, electronic
communications service providers\textsuperscript{12} that provide mobile cellular electronic communications services must, at their own cost, “record and store” various information regarding their customers.\textsuperscript{13}

\section*{III. Interception of Communications}

The governing law allows law enforcement and security agencies to intercept\textsuperscript{14} communications in certain circumstances with or without an interception direction.\textsuperscript{15} The law provides that a law enforcement officer “who executes an interception direction or assists with the execution therefore, may intercept any communication . . . to which that interception direction relates,” including direct\textsuperscript{16} and indirect\textsuperscript{17} communication.\textsuperscript{18} An interception direction is a court-issued

\begin{itemize}
\item An “electronic communications service provider” is
\begin{itemize}
\item any –
\begin{itemize}
\item (a) person who provides an electronic communication service under and in accordance with a electronic communication service licence issued to such person under Chapter 3 of the Electronic Communications Act, and includes any person who provides –
\begin{itemize}
\item (i) a local access communication service, public pay-telephone service, value-added network service or private electronic communication network as defined in the Electronic Communications Act; or
\item (ii) any other electronic communication service licensed or deemed to be licensed or exempted from being licensed as such in terms of the Electronic Communications Act; and
\end{itemize}
\end{itemize}
\item (b) Internet service provider. \textit{Id.} § 1.
\end{itemize}
\end{itemize}
\textsuperscript{12} An “electronic communications service provider” is

\item The term “intercept” is defined as
\begin{itemize}
\item the aural or other acquisition of the contents of any communication through the use of any means, including an interception device, so as to make some or all of the contents of a communication available to a person other than the sender or recipient or intended recipient of that communication, and includes the –
\begin{itemize}
\item (a) monitoring of any such communication by means of a monitoring device;
\item (b) viewing, examination or inspection of the contents of any indirect communication; and
\item (c) diversion of any indirect communication from its intended destination to any other destination,
\end{itemize}
\end{itemize}
and “interception” has a corresponding meaning. \textit{Id.} § 1

\item The term “intercept” is defined as
\begin{itemize}
\item the aural or other acquisition of the contents of any communication through the use of any means, including an interception device, so as to make some or all of the contents of a communication available to a person other than the sender or recipient or intended recipient of that communication, and includes the –
\begin{itemize}
\item (a) monitoring of any such communication by means of a monitoring device;
\item (b) viewing, examination or inspection of the contents of any indirect communication; and
\item (c) diversion of any indirect communication from its intended destination to any other destination,
\end{itemize}
\end{itemize}
and “interception” has a corresponding meaning. \textit{Id.} § 1

\item This is an
\begin{itemize}
\item (a) oral communication, other than an indirect communication, between two or more persons which occurs in the immediate presence of all the persons participating in that communication; or
\item (b) utterance by a person who is participating in an indirect communication, if the utterance is audible to another person who, at the time that the indirect communication occurs, is in the immediate presence of the person participating in the indirect communication. \textit{Id.} § 1.
\end{itemize}

\item This is
\begin{itemize}
\item the transfer of information, including a message or any part of a message, whether –
\begin{itemize}
\item (a) in the form of –
\begin{itemize}
\item (i) speech, music or other sounds;
\item (ii) data;
\item (iii) text;
\item (iv) visual images, whether animated or not;
\item (v) signals; or
\item (vi) radio frequency spectrum; or
\end{itemize}
\end{itemize}
\end{itemize}
authorization to intercept any communication “in the course of its occurrence or transmission.”19 In addition, a law enforcement officer may make an application before the relevant court for

- a real-time communications-related direction;
- an archived communications-related direction; or
- the simultaneous issuing of an interception direction, a real-time communications direction, and an archived communications-related direction, or of an interception direction supplemented by a real-time communications-related direction.20

There are instances in which law enforcement officers do not need an interception direction in order to intercept communications. These include instances where the interception is done to prevent impending serious bodily harm and for the purpose of determining location in the case of an emergency.21

IV. Decryption of Encrypted Information

A law enforcement officer seeking an interception direction from a court may also make an application for a “decryption direction.”22 With the issuance of a decryption direction, the decryption key holder is required, as per the specifications in the decryption direction, to disclose the decryption key or provide decryption assistance.23 A decryption key is “any key, mathematical formula, code, password, algorithm or any other data which is used to . . . allow access to encrypted information . . . or . . . facilitate the putting of encrypted information into an intelligible form.”24 A decryption key holder is “any person who is in possession of a decryption key for the purpose of subsequent decryption of encrypted information relating to indirect communications.”25 A decryption direction may only be issued if the judge before whom the application is made is satisfied that

- the indirect information in question is partly or completely encrypted;
- the decryption key holder is in possession of the encrypted information and the decryption key;

(b) in any other form or in any combination of forms, that is transmitted in whole or in part by means of a postal service or a telecommunication system. Id.

18 Id. § 3.
19 Id. § 1.
20 Id. §§ 16, 17, 18 & 19.
21 Id. §§ 7 & 8.
22 Id. § 21.
23 Id. §§ 1 & 29.
24 Id. § 1. “Intelligible form” is defined as “the form in which the electronic data was before an encryption of similar process was applied to it.” Id. § 1.
25 Id.
• failure to issue a decryption direction would defeat the purpose for which the interception direction was issued; and

• it is not “reasonably practicable” for the applicant to acquire the encrypted information in question in “an intelligible form” without a decryption direction.\textsuperscript{26}

V. Admissibility in Court

Any information regarding the commission of an offense obtained through interception or the provision of any real-time or archived communications-related information under South African or foreign law (with the authorization of the national director of public prosecutions) may be admissible in criminal or civil proceedings.\textsuperscript{27}

\textsuperscript{26} Id. § 21.

\textsuperscript{27} Id. § 47.
Sweden

Elin Hofverberg
Foreign Law Research Consultant

SUMMARY Swedish law allows for the issuance of search warrants when a crime with a prison sentence is being investigated. Swedish law does not require encryption companies to decrypt cellphones. Legislation enabling forced decryption has previously been proposed but never adopted. All searches and seizures require a prior proportionality test, weighing the reasons for the measure against the privacy and integrity of the subject of the search. A recent Supreme Court case indicates that searches on devices may be limited because of this test. Legislative proposals are pending that would allow the Swedish police to infect suspects’ computers with Trojan horse malware.

I. Background

Swedish police and prosecutors have previously requested authority to use new tools, such as the deployment of Trojan horse malware, to enable decryption of suspects’ cellphones, according to news reports.1

A 2015 audit by the Swedish National Audit Office revealed that forensic experts at the Swedish (national) Police occasionally hack into cellphones.2 Police access to cellphones has reportedly only rarely been hampered by encryption or similar preventive efforts.3 The Swedish Security Police (SÄPO) reports that forensic analyses are part of all its investigations.4 There are legal restrictions, however, not least in regard to international cloud services, which under Swedish law cannot be searched by Swedish police if the servers are outside of Sweden, as it would be considered a search in a foreign country.5

---


3 Id. at 47.


Following the Paris terrorist attacks in November 2015 the Swedish government declared that it would initiate, research, and propose new legislation to enable access to encrypted information. The proposal is forthcoming—no initial committee report has yet been published.

II. Current Law

A. Decryption Pursuant to Warrants

Swedish law provides limited possibilities for decryption pursuant to a warrant. The Swedish Constitution provides protection against unlawful searches of persons and property. Search warrants can only be made under law. The issuance of search warrants is regulated in Rättegångsbalken (the Civil and Criminal Procedure Act). A search warrant can be issued if the crime investigated is sanctioned with a prison sentence. However, in each case the person issuing the search warrant must conduct a proportionality test (proportionalitetsprövning), weighing the invasion of the suspect’s privacy versus the benefits of issuing the warrant. A police officer may conduct a search without first securing a search warrant if there is an immediate danger in not conducting the search. Subject to a proportionality evaluation, a search warrant may also be issued for a place not directly connected with the crime or suspect if there are extraordinary reasons to suspect that useful information will be found.

The Swedish Supreme Court has found that searches of computers and cellphones are an especially sensitive area of the law, as computers and cellphones “may . . . include evaluation of a significant number of files and large amounts of data that is not sought [by the Police].” This means that the proportionality test is especially important in these cases. Depending on the

---

9 Id. 2 ch. 6 & 20 §§.
11 Id. 28 ch. 1 §.
12 Id. 28 ch. 3a §.
13 Id. 28 ch. 5 §.
14 Id. 28 ch. 1 § 2 st.
16 Id. 17, 28–29 ¶¶.
outcome of a proportionality test, seizure of a cellphone may thus be possible under Swedish law, but decryption might be illegal.

B. Seizure of Encrypted Information

Property that can reasonably be presumed to have importance in an investigation can be seized, except for excluded property such as secret information pertaining to information that a person could not divulge in court. Parliamentary committees have interpreted this exclusion to also include electronic property. The Supreme Court in 2015 affirmed that conclusion. If a document (or electronic media) is protected by a prohibition against seizure (beslagsförbud), this is absolute and cannot be overridden by the proportionality test. The reason behind this absolute prohibition is that the police and prosecutor must not be able to circumvent the rules limiting what can be asked of a witness—for example, limitations based on the attorney-client privilege or doctor-patient confidentiality under Swedish secrecy law.

The Supreme Court has previously refused requests for the production of certain data because the data was held by persons who were subject to legally mandated, professional secrecy. Where secret information is present on a device such as a cellphone, that fact alone does not bar a search for information on the device, but does weigh negatively against the search in a proportionality test.

C. Information Owner’s Obligation to Decrypt

Sweden is a signatory to the Council of Europe Directive on Cybercrime. In a 2013 government report the Cyber Convention Commission, while evaluating the need for new legislation to enable implementation of the Cybercrime Directive, found that there currently is a possibility under Swedish law to “order a person with knowledge of a computer systems’ function or of measures that are used to protect the [desired] information, to provide information

---

17 27 ch. 1 § RB.
18 Id. 27 ch. 2 §.
19 See, e.g., Statens Offentliga Utredningar [SOU] 2011:45 Förundersökning – objektivitet, beslag, dokumentation m.m. [government report], http://data.riksdagen.se/fil/40CFC0F1-4704-4C11-9CA1-D03634483049, archived at https://perma.cc/NHV9-68VT.
20 HD Ö 3074-15, 14 ¶.
21 Id. 20 ¶.
22 Id. 23 ¶.
24 HD Ö 3074-15, 29 ¶.
that is necessary to enable the execution of the warrant.”26 The Cyber Convention Commission thus concluded that there was no need to change Swedish legislation to adopt the Council of Europe Directive on Cybercrime.27 It is unclear whether the Commission’s interpretation would apply to the creators of encryption software or only to the person who stored the information.

The Swedish Data Protection Authority criticized the Commission’s interpretation that a person subject to a warrant can be required to provide keys to his or her computer.28 The statement could be interpreted by the courts as a requirement to self-incriminate—for example, when an individual is required to present his or her password—and as such could be a violation of human rights as interpreted by the European Court of Human Rights (ECHR).29

Another police measure that could potentially be invoked to force access to encryption keys is “testimony before the courts during police investigations” (vittnesförhör inför rätta under en förundersökning).30 Persons who are thought to have information of importance to an investigation may, under the threat of a fine (vite), be asked to report to the investigator (generally the police) to divulge their information before the court.31 This could be interpreted to include requests that third parties aware of a password divulge that information.32

D. Obligation of Encryption Companies to Decrypt Data

Swedish law does not require encryption companies to decrypt data. However, members of Parliament have previously made such proposals. For instance, Motion 2013/14:JuU277 proposed that encryption companies be required to decrypt files in child-pornography cases, but that proposal was rejected by the Justice Committee, which cited other efforts by the government to address child pornography.33

---


27 Id. at 150.


30 SOU 2013:39, supra note 26, at 146.

31 23 ch. 13 § RB; see also id. 23 ch. 6, 6a, 6b §§.

32 SOU 2013:39, supra note 26, at 334.

E. No Decryption Requirement for Internet Service Providers

Internet Server Providers (ISPs) are required to collect and store metadata on all of its customers for six months.\(^{34}\) However, ISPs cannot be required to decrypt any information sent over their networks. The extent of the data collected as well as the willingness to produce such data varies among Swedish ISPs.\(^{35}\)

F. Secret Surveillance

Secret surveillance is regulated in chapter 27 of the Civil and Criminal Procedure Act.\(^{36}\) The police are allowed to secretly surveil electronic communications for crimes that carry a sentence of at least two years’ imprisonment.\(^{37}\) However, the police may only use secret surveillance if it is of exceptional importance to the investigation and the target is suspected, on reasonable grounds, of having committed the crime.\(^{38}\) The police are not allowed to surveil electronic communications over communications networks that are of lesser importance from a public communications perspective.\(^{39}\)

III. Court’s Call for Legislative Action

In a 2015 decision denying access to digital images in a robbery case, the Swedish Supreme Court issued a rare statement\(^{40}\) explaining that it was restricted by the fact that Swedish “legislation regarding the use of coercive measures in the so-called virtual space is outdated.”\(^{41}\) The Court continued, “[i]t is urgent that the legislative branch [Swedish Parliament] correct this [as the Court cannot do this, not least] as good legal custom presumes a significant level of technical or other non-legal expertise.”\(^{42}\)

The case hinged on the fact that the images were protected by a constitutional right of freedom to communicate information (meddelarfrihet) and that seizing the images could have exposed the

---

\(^{34}\) 6a, 16d §§ LAG OM ELEKTRONISK KOMMUNIKATION [LEK] [ACT ON ELECTRONIC COMMUNICATION] (SFS 2003:389), http://www.notisum.se/rnp/sls/lag/20030389.HTM, archived at https://perma.cc/3YFS-C9YN.

\(^{35}\) For example, the ISP Banhof has taken a more restrictive stance on when to provide data to the government. Advokaten: Det måste finnas gränser för vad polisen ska kunna få tillgång till, BAHNHOF (Apr. 8, 2016), https://www.bahnhof.se/press/press-releases/2016/04/08/advokaten-det-maste-finnas-granser-for-vad-polisen-ska-kunna-fa-tillgang-till, archived at https://perma.cc/PY9X-EWQQ.

\(^{36}\) 27 ch. RB.

\(^{37}\) Id. 27 ch. 18 § 2 st.

\(^{38}\) Id. 27 ch. 20 § 1 st.

\(^{39}\) Id. 27 ch. 20 § 3 st.


41 HD Ö 3074-15, 43 ¶.

42 Id.
photographer, which was not outweighed by the police’s need for the picture. Swedish journalists are not allowed to reveal confidential sources, as specified in the Swedish Constitution,\textsuperscript{43} and a proportionality test is always required by law.\textsuperscript{44}

\section*{IV. Conclusion}

In practice it is unlikely that a Swedish court would force an ISP, encryption company, or other entity to decrypt data pursuant to current law, as the measure would not be considered proportional. The matter will likely be addressed by the legislature.

\textsuperscript{43} See 1 ch. 1 § 3 st TRYCKFRIHEITSFÖRORDNINGEN [TF] [FREEDOM OF THE PRESS ACT] (Constitution).

\textsuperscript{44} 27 ch. 1 § 3 st RB.
SUMMARY  Under Taiwanese law, an interception warrant generally needs to be sought by a prosecutor upon request by the judicial police authorities and issued by a court before interception can commence. The intelligence agency, however, does not appear to need a warrant from the court when intercepting the communications of foreign governments or cross-border terrorist organizations for national security purposes.

Although the law does not specifically address government access to encrypted communications, it generally requires telecommunications companies to equip their hardware and software “with functions that can cooperate with interception” and to provide “interfacing devices” in assisting government surveillance of communications.

I. Surveillance of Communications

In Taiwan, government surveillance of communications and the legal requirements of telecommunications companies in assisting such surveillance are regulated by the 1999 Communications Protection and Surveillance Act, as amended in January 2014 (Surveillance Act).1

“Communications” under the Surveillance Act include telecommunications, emails, letters, speeches not made though telecommunications, and face-to-face conversations.2 The term “telecommunications” refers to “utilizing wired or wireless telecommunications equipment to send, store, transmit, or receive information.”3

A. Interception Warrant Issued by Court

In general, an interception warrant is sought by the prosecutor upon request by the judicial police authorities and issued by a court. Such an interception must be for the purpose of investigating the specific crimes set forth by the Surveillance Act, which include all crimes punishable by a minimum of a three-year, fixed-term imprisonment. There must be sufficient evidence that the accused or the suspect is involved in such a crime and that national security or the economic or
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3 Surveillance Act art. 3.
social order are severely endangered. In addition, there must be a reasonable belief that the content of the communications subject to surveillance is relevant to the case being investigated, and that it is difficult or impossible to collect or investigate the evidence by other means.  

Under urgent situations in investigating certain offenses, however, the prosecutor may “verbally inform” the enforcement authority to start intercepting communications and apply for the interception warrant from the court within twenty-four hours afterward. The court must issue the warrant within forty-eight hours, or otherwise the interception must be ended.

B. Interception Warrant Issued by Head of Intelligence Agency

In intercepting the communications of foreign governments and cross-border terrorist organizations for national security purposes, the intelligence agency does not appear to need an interception warrant from the court. Under such circumstances, the head of the national intelligence agency, the National Security Bureau, is able to issue the interception warrant.

II. Obligations of Telecommunications Companies

The Surveillance Act does not specifically address encrypted communications. The Act generally requires telecommunications companies to provide facilities and personnel as needed to assist government surveillance of communications. Such obligations to assist specifically include equipping their hardware and software “with functions that can cooperate with interception” and providing “spaces, electricity, and relevant interfacing devices,” pursuant to the implementation measures of the Surveillance Act.

Moreover, telecommunications operators are required by the Surveillance Act to assist law enforcement agencies in setting up and maintaining systems used for surveillance purposes. The obligation is limited to what is “technologically and economically reasonable” at the time of setting up the system and “should not exceed expected possibilities.”

A failure to fulfill the obligations of assisting surveillance is punishable by a fine of 500,000–2,500,000 New Taiwan Dollars (about US$15,500–$77,000), an additional accumulative daily fine, and revocation of licenses.
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4 *Id.* art. 5.
5 *Id.* art. 6.
6 *Id.* arts. 7 & 8; Implementation Measures art. 9.
7 Surveillance Act art. 14.
8 Implementation Measures art. 26.
9 Surveillance Act art. 14.
10 *Id.* art. 31.
III. Conclusion

Although the Taiwanese Surveillance Act does not specifically address government access to encrypted communications, the legal obligations of telecommunications companies in assisting government surveillance may include enabling the decryption of encrypted communications.
I. Decryption at the Request of the Intelligence Services and Law Enforcement

The United Kingdom (UK) has had legislation in place since the early 2000s that enables specified high-ranking law enforcement and intelligence officials to serve a written notice on individuals and bodies that requires them to disclose lawfully held encrypted information in an intelligible form. This notice provides a means for what is described as “enforced decryption.”

To obtain a notice, the desired disclosure of information must be proportionate to what the requester is seeking to achieve and necessary in the interests of national security, for the purposes of preventing or detecting crime, or in the interests of the economic well-being of the UK. In addition, acquiring the information in an intelligible form without a notice must not be reasonably practicable.

The notice must be in writing, describe the protected information to which it relates, specify the position of the person giving the notice, specify the position of the person who granted permission for the notice, and establish a time limit for compliance with the notice. The notice must also describe the disclosure that is required and the way that the disclosure should be made. The penalty for failing to comply with a disclosure notice is up to two years’ imprisonment for regular cases or five years’ imprisonment in national security cases, upon conviction. This term of imprisonment has been criticized as being insufficient on the grounds that, if an individual’s device contains encrypted information that could be used as evidence to convict him or her of a serious criminal offense, refusing to provide the encryption key in response to a notice carries a lesser sentence than the individual might otherwise receive.

Redacted information in a report by the Intelligence and Security Committee of Parliament indicates that Government Communications Headquarters (GCHQ) has a program of work dedicated to unlocking encrypted communications, which requires no ministerial authorization.

4 Id.
5 Id. § 53.
6 ANDERSON, supra note 2, ¶ 8.31.
The program is provided for under the general power given to the GCHQ under section 3(1)(a) of the Intelligence Services Act, which states that the GCHQ may “monitor or interfere with electromagnetic, acoustic and other emissions and any equipment producing such emissions and … obtain and provide information derived from or related to such emissions or equipment and from encrypted material.”

The Intelligence Services and Police may interfere with equipment (also known as “computer network exploitation”) to obtain communications, equipment data, and other information from equipment. The use of computer network exploitation varies from using someone’s login information to remotely and covertly installing software on a device. The security and intelligence agencies may apply to the Secretary of State to obtain a warrant to use equipment interference if it is necessary in the interests of national security or the economic well-being of the UK, or to prevent and detect serious crime.

II. Pending Investigatory Powers Bill

A draft Investigatory Powers Bill was published in the autumn of 2015 and consolidates and expands provisions relating to law enforcement’s access to encrypted information.

A. Equipment Interference

The Bill would introduce specific procedures for law enforcement and intelligence services to undertake equipment interference to access individuals’ devices and computers to obtain data, such as communications via texts and email, and geolocation. Equipment interference could also be used to obtain otherwise encrypted data. Clauses 88–90 of the Bill would provide law enforcement with the ability to apply for warrants for two equipment interference purposes:

- **Targeted equipment interference.** This would authorize law enforcement to interfere with equipment to obtain communications, private information, or equipment data, as well as to disclose, monitor, and examine this material.

- **Targeted examination warrants.** This would authorize the individual named in the warrant to examine material obtained under a bulk equipment interference warrant. Bulk equipment interference warrants are provided for in clauses 119–137 of the Bill and would apply only to individuals outside the UK.
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10 Intelligence Services Act 1994, § 3(2).


Clauses 84–91 would authorize a senior law enforcement officer, with approval from a Judicial Commissioner, or the Secretary of State upon application from the intelligence services, to issue a warrant for equipment interference. Clause 84 provides that, for the intelligence services to obtain a warrant for equipment interference from the Secretary of State, the applicant would need to show that it is necessary

- on the grounds of national security,
- to prevent or detect serious crime, or
- that it is in the interests of the economic well-being of the UK, and
- that the warrant is proportionate.

Clause 89 of the Bill would authorize senior law enforcement officers to apply for a warrant to authorize equipment interference if necessary

- for the purposes of preventing and detecting serious crime; or
- to prevent death, injury, or damage to a person’s physical or mental health; and
- that is a proportionate response.

The Bill would allow warrants to be granted to intercept equipment in cases where the targeted equipment interference is to obtain information subject to a legal privilege. There must be exceptional and compelling circumstances to justify the interception of such materials, however, and additional handling arrangements must be in place. An individual who has a warrant would be able to serve a copy of it on anyone who may be able to assist him/her, including individuals outside the UK. Clause 111 would “[place] a duty on telecommunications providers to assist with the implementation of equipment interference warrants.”

Because of the sensitive nature of such warrants, the Bill would create a duty not to make unauthorized disclosures about the existence or details of both the warrant and any materials obtained under it, and clause 116 sets out a specific offense of the unauthorized disclosure of such information.

B. Notices Requiring Communication Service Providers to Facilitate Assistance

Clause 214 of the Bill would authorize the Secretary of State to introduce measures to facilitate compliance with the Bill in areas that include decryption of communications. Clause 217 would enable the Secretary of State to impose obligations on communication service providers through regulations, in the form of technical capability notices to facilitate assistance to warrants issued under specified parts of the Investigatory Powers Bill. Clause 213 provides that communication service providers would receive a contribution towards any costs they incurred to comply with
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the measure. Clause 189 provides that such obligations would include the removal of electronic protection applied by an operator, or any third party acting on their behalf, to any data or communications. When making these notices, the Secretary of State would be required to take into account the technical feasibility and cost of compliance.

C. Opposition to the Bill

These provisions have met considerable resistance both within the government and in private industry, who are concerned not only with the ability to access the communications that it appears the Bill requires, but also at the negative impact it could have on the UK’s technology industry. Recommendations from the committee reviewing the Bill notes that the government should make it explicit that, if the Bill is adopted, providers of “end-to-end encrypted communication or other un-decryptable communication services will not be expected to provide copies of those communications if it not practicable for them to do so.”16 Concerns have been raised that the language used in this clause would result in the prohibition of end-to-end encryption in the UK, and review committees are urging the government to clarify the nature of the obligations that would be required under the Bill. The government has responded that a Code of Practice will contain further details as to the necessity and proportionality of imposing these requirements on communication service providers.17

The Bill is currently in draft form, which means it will be reviewed and subject to consultations before being formally introduced in the House of Commons. As the Bill contains some controversial provisions, it is uncertain when it will be formally introduced, or if introduced whether it will be enacted.
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