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SUMMARY

China has not passed a comprehensive counterterrorism law. Counterterrorism provisions are mainly found in the Criminal Law and State Security Law. However, these laws do not provide a clear definition of “terrorism” or address extremism. In 2011, the country’s top legislative body for the first time clearly defined the term “terrorist activities.”

Domestically, extremism is more a politicized notion appearing in government instruments than a precisely defined legal term. In these instruments, extremism is linked with terrorism and separatism, which are rhetorically expressed as the “Three Forces” of “ethnic separatist forces, violent terrorist forces, and religious extremist forces.” Extremism is addressed in very limited domestic legislation.

China has entered into the Shanghai Convention on Combating Terrorism, Separatism and Extremism, which provides a definition of “extremism” and requires that acts of extremism be criminally prosecuted in conformity with the national laws of the parties.

I. Background and Constitution

China does not have an anti-extremism law comparable to that of Russia and Tajikistan. A definition of “extremism” has not been found in domestic legislation, although the concept, as well as those of terrorism and separatism, are specifically defined by multilateral and bilateral treaties that China has entered into. Domestically, extremism is more a politicized notion appearing in government instruments than a precisely defined legal term.

Although counterterrorism provisions can be found in the Criminal Law and in a handful of other national laws such as the State Security Law, the country has not passed a comprehensive counterterrorism law; nor has “terrorism” been clearly defined by these laws. The government asserts it is premature to pass a single counterterrorism law. Instead, the Standing Committee of the National People’s Congress (NPC), China’s top legislative body, issued a decision in October 2011 specifically providing definitions of “terrorist organization,” “terrorism,” and “terrorist.”¹

The Chinese Constitution does not directly address extremism or terrorism. It contains, however, the following articles regarding “disruption of the social system,” ethnic groups, and using religion to disrupt public order:

* This report was last updated in April 2014.

Article 1. The socialist system is the basic system of the People’s Republic of China. Disruption of the socialist system by any organization or individual is prohibited.

Article 4. Discrimination against and oppression of any ethnic groups are prohibited; any act which undermines the unity of the ethnic groups or instigates division is prohibited.

Article 36. No one may make use of religion to engage in activities that disrupt public order, impair the health of citizens or interfere with the educational system of the State.²

II. Counterterrorism Legislation

A. Criminal Law

As a response to the September 11, 2001, terrorist attacks on the US, China issued amendment III to its Criminal Law on December 29, 2001.³ According to the NPC, the purposes of the amendment are “to punish the crimes of terrorism, to safeguard the security of the State and of people’s lives and property, and maintain public order.”⁴

Amendment III of the Criminal Law focused on articles addressing terrorist crimes and other crimes believed to endanger public security. The relevant punishments were increased and new provisions added. Most of the articles modified by Amendment III are under a chapter titled “Crimes of Endangering Public Security”—in particular article 120 addressing the crimes of organizing, leading, and participating in terrorist organizations. These articles have become the primary counterterrorism provisions in Chinese law.

The newly revised article 120 provides as follows:

Whoever forms or leads a terrorist organization shall be sentenced to fixed-term imprisonment of not less than 10 years or life imprisonment; persons who actively participate in a terrorist organization shall be sentenced to fixed-term imprisonment of not less than 3 years but not more than 10 years; other participants shall be sentenced to fixed-term imprisonment of not more than 3 years, criminal detention, public surveillance or deprivation of political rights.⁵

Pursuant to Amendment III, a new sub-article 120a on funding terrorist organizations and individuals has been added to article 120 and provides:

Whoever provides funds to any terrorist organization or individual who engages in terrorism shall be sentenced to fixed-term imprisonment of not more than five years,

² XIANFA arts. 1, 4, and 36 (1982, last amended Mar. 14, 2004), available in English translation in 2004 LAWS OF PEOPLE’S REPUBLIC OF CHINA 59, 70 (Legislative Affairs Commission of the Standing Committee of the National People’s Congress (NPC); Beijing, 2005) [hereinafter LAWS OF CHINA].

³ Amendment III to the Criminal Law of the People’s Republic of China (Order of the President No. 64, Dec. 29, 2001) (Amendment III), 2001 LAWS OF CHINA 361–65.


criminal detention, public surveillance or deprivation of political rights, and shall also be
fined; if the circumstances are serious, he shall be sentenced to fixed-term imprisonment
of not less than five years, and he shall also be fined or his property shall be confiscated.
Where a unit commits the crime mentioned in the preceding paragraph, it shall be fined,
and the persons who are directly in charge and the other persons who are directly
responsible for the offence shall be punished in accordance with the provisions of the
preceding paragraph.6

The Criminal Law (including Amendment III), however, does not provide clear definitions of
“terrorist organization” or “terrorism,” nor does it specifically address extremism.

B. State Security Law

The State Security Law, another source of China’s counterterrorism law, lists acts that are
deemed to endanger state security in article 4, stating as follows:

“Act endangering state security” as referred to in this Law means any of the following
acts endangering the state security of the People’s Republic of China committed by
institutions, organizations or individuals outside the territory of the People’s Republic of
China, or, by other persons under the instigation or financial support of the
aforementioned institutions, organizations or individuals, or, by organizations or
individuals within the territory in collusion with institutions, organizations or individuals
outside the territory:

1. plotting to subvert the government, dismember the State or overthrow the
socialist system;
2. joining an espionage organization or accepting a mission assigned by an
espionage organization or by its agent;
3. stealing, secretly gathering, buying, or unlawfully providing state secrets;
4. instigating, luring or bribing a State functionary to turn traitor; or
5. committing any other act of sabotage endangering state security.7

Terrorism is not expressly listed in the Law as one of these acts; however, the Implementation
Rules of the State Security Law interpret the article 4 as encompassing terrorist activities.
According to the Implementation Rules, “organizing, plotting or committing terrorist acts
endangering the State security” falls into “any other act of sabotage endangering state security,”
referred to in article 4(5) of the State Security Law.8 Like the Criminal Law, the State Security
Law and its implementation rules do not provide a clear definition of “terrorist acts.”

C. NPC Standing Committee Counterterrorism Decision

According to a statement posted on the NPC official website regarding the development of
China’s counterterrorism law system, there was previously no clear and precise definition of

6 Id.
7 Guojia Anquan Fa [State Security Law] (adopted by the NPC Standing Committee on Feb. 22, 1993, effective on
the same day), art. 10, 1993 LAWS OF CHINA 43, 47.
8 Guojia Anquan Fa Shishi Xize [Implementation Rules of State Security Law] (State Council Order [1994] No. 157,
“terrorist organizations,” “terrorist activities,” or “terrorists” provided in domestic law, and the lack of clear definitions hampered China’s cooperation with international counterterrorism efforts. The NPC filled this gap in 2011.

On October 29, 2011, the NPC Standing Committee passed the Decision on Issues Related to Strengthening Counterterrorism Work, which clarifies the definitions of “terrorist activities,” “terrorist organizations,” and “terrorists.” In the Decision, “terrorist activities” are defined as activities that severely endanger society that have the goal of creating terror in society, endangering public security, or threatening state organs and international organizations and which, by the use of violence, sabotage, intimidation, and other methods, cause or are intended to cause human casualties, great loss to property, damage to public infrastructure, and chaos in the social order, as well as activities that incite, finance, or assist the implementation of the above activities through any other means.

“Terrorist organizations” are defined as criminal organizations established for the purpose of carrying out terrorist activities. “Terrorists” are those who organize, plan, and carry out terrorist activities or are members of any terrorist organizations.

The Decision also provides the procedure for developing lists of terrorist organizations and terrorists: a leading State counterterrorism task force is to be established, which will decide on and adjust the lists, and such lists will then be published by the State Council public security department (i.e., the Ministry of Public Security).

III. Domestic References to Extremism

Despite the fact that the concepts of extremism, terrorism, and separatism are defined by multilateral and bilateral treaties that China has entered into (discussed in Part IV of this report), definitions of these concepts have not been found in domestic legislation. A 2011 White Paper issued by the nongovernmental organization Human Rights in China (HRIC) discussing the impact of the Shanghai Cooperation Organization (SCO) on counterterrorism and human rights indicated that a clear and precise definition of “extremism,” as well “terrorism” and “separatism,” as referred to in the Shanghai Convention, does not exist domestically in China.

9 NPC, supra note 1.
11 Id. art. 2.
12 Id.
13 Id. art. 4.
A. Government Statements

Domestically, extremism is more a vague and politicized notion appearing in government instruments than a precisely defined legal term. In these instruments, extremism is always linked with terrorism and separatism, which are rhetorically expressed as the “Three Forces” of “ethnic separatist forces, violent terrorist forces, and religious extremist forces.” As indicated by the term “religious extremist forces,” extremism is often found to be connected with religion. The government statements say that the Three Forces are the same thing by nature, and have been colluding with each other from the very beginning to sabotage social stability.

Furthermore, the Three Forces concept appears to be specifically applied to the groups of “East Turkestan” in the Xinjiang Uyghur Autonomous Region (XUAR) and “Free Tibet” in the Tibet Autonomous Region (TAR) (also translated as Xizang Autonomous Region). This is consistent with the finding of the HRIC White Paper, which asserts that China has applied the concept of the “Three Evils” (the White Paper’s terminology for the “Three Forces”) in particular to the ethnic Uyghur population concentrated in the XUAR.

The HRIC White Paper found that official Chinese government references to the Three Evils terminology appeared in a national development plan as early as March 15, 2001, prior to the establishment of the SCO in June of that year. The White Paper states,

[c]hapter 23 of the document, on “Rule by Law, Building a Socialist Country Governed According to Law,” sets out the following priorities: “seriously study the new situations and new issues threatening social stability, correctly handle the inner conflicts among people during the new period, ensure social stability,” and “crack down on ethnic splitting activities, religious extremist forces, violent terrorist activities, cults and illegal activities conducted in the name of religion.”

B. National Legislation

As discussed above, extremism is often connected with religion in government instruments. This is also true in the limited legislation containing this concept. The Regulation on Religious

---

16 Id.
17 Id.
19 The HRIC White Paper refers to the “Three Forces” as the “Three Evils,” and the approach of linking terrorism, separatism, and extremism as coequal targets as the “Three Evils Doctrine.” HRIC White Paper, supra note 14, at 64.
20 Id. at 64.
21 Id. at 67.
22 Id. (emphasis added).
Affairs expressly regulates extremism: when setting out the content that is prohibited from being published in religious publications, the Regulation includes “content which propagates religious extremism.” The Regulation does not provide a definition of “religious extremism,” however.

Orders of the state radio, film, and television authority have banned content propagating religious extremism. The Regulation on Broadcasting and Television Administration prohibits radio and television stations from showing programs containing harmful content, including those “endangering the unity, sovereignty, and territorial integrity of the country,” “endangering state security,” and “instigating separation or disrupting ethnic solidarity.” Based on this provision, the State Administration of Radio Film and Television (SARFT) has expressly banned programs advocating religious extremism: pursuant to a SARFT order issued in 2010, television stations are prohibited from showing TV plays “opposing the state’s religious policies, by advocating religious extremism, cults, and superstition; and by discriminating against or insulting religious beliefs.” Again, a definition of “religious extremism” is not provided by the SARFT order.

C. Local Legislation

At the local level, efforts at fighting against the Three Forces have particularly been found in the local regulations of the XUAR. The HRIC White Paper asserts that these regulations specific to the XUAR have become a key part of China’s domestic counterterrorism legal framework.

On December 29, 2009, the Standing Committee of the XUAR People’s Congress amended the XUAR Regulation on the Comprehensive Management of Social Order. The amendments took effect on February 1, 2010. The newly amended Regulation identifies acting against crimes endangering state security committed by “ethnic separatist forces, violent terrorist forces, and religious extremist forces” as one of the primary goals of managing social order in the XUAR.

The TAR also has a set of provisions for managing social order, which emphasize fighting separatism. In the TAR Regulation on the Comprehensive Management of Social Order, acting against and preventing the crimes of separatism are among the primary goals of social order management in the autonomous region. Although the TAR Regulation includes provisions strengthening the management of religious activities and places, identifying such management as...
a primary task, the words “religious extremism” or “terrorism” do not explicitly appear in the text.29

In addition, the XUAR promulgated a Regulation on Ethnic Unity Education on December 29, 2009, which includes “opposing ethnic separatist forces, violent terrorist forces, and religious extremist forces” as part of the primary content of ethnic unity education in the XUAR.30

IV. Extremism in Treaties

Extremism has been defined by the Shanghai Convention on Combating Terrorism, Separatism and Extremism (Shanghai Convention).31 According to the HRIC White Paper, the SCO approach to counterterrorism is actually modeled on the Three Evils (Three Forces) doctrine advanced by the Chinese government.32 The HRIC White Paper quotes the preamble of the Shanghai Convention, which says that the Three Evils are the focus of the Shanghai Convention and that the Convention “recognizes that these phenomena seriously threaten territorial integrity and security of the Parties as well as their political, economic and social stability.”33

A. Extremism in the Shanghai Convention

“Extremism” is defined under the Shanghai Convention as

an act aimed at seizing or keeping power through the use of violence or changing violently the constitutional regime of a State, as well as a violent encroachment upon public security, including organization, for the above purposes, of illegal armed formations and participation in them, criminally prosecuted in conformity with the national laws of the Parties.34

---

29 Xizang Zizhiqu Shehui Zhi’an Zonghe Zhili Tiaoli [TAR Regulation on the Comprehensive Management of Social Order] (promulgated by the Standing Committee of the TAR People’s Congress, last amended and effective June 6, 2007), available at the online Chinese law database, Chinalawinfo (Chinalawinfo Ref ID: 16935650).


32 HRIC White Paper, supra note 14, at 64.

33 Id. at 41.

34 Shanghai Convention art. 1(3).
The Shanghai Convention also defines “terrorism” and “separatism” as follows:

1) “terrorism” means:
   a. any act recognized as an offence in one of the treaties listed in the Annex to this Convention (hereinafter referred to as “the Annex”) and as defined in this Treaty;
   b. other act [sic] intended to cause death or serious bodily injury to a civilian, or any other person not taking an active part in the hostilities in a situation of armed conflict or to cause major damage to any material facility, as well as to organize, plan, aid and abet such act, when the purpose of such act, by its nature or context, is to intimidate a population, violate public security or to compel public authorities or an international organization to do or to abstain from doing any act, and prosecuted in accordance with the national laws of the Parties[.]

2) “separatism” means any act intended to violate territorial integrity of a State including by annexation of any part of its territory or to disintegrate a State, committed in a violent manner, as well as planning and preparing, and abetting such act, and subject to criminal prosecuting in accordance with the national laws of the Parties[.]

Parties to the Shanghai Convention have pledged to cooperate in the areas of prevention, identification, and suppression of terrorist, separatist, and extremist acts. In their mutual relations, the parties consider these acts to be extraditable offenses.

B. Bilateral Agreements on Combating Terrorism, Separatism, and Extremism

China has entered into bilateral agreements on combating terrorism, separatism, and extremism with members of the SCO, but not limited to these members. These agreements adopted the approach of the Shanghai Convention with regard to counterterrorism, to explicitly cover the elements of the Three Forces—terrorism, separatism, and extremism:


35 Id. art. 1(1).
36 Id. art. 1(2).
37 Id. art. 2.
38 Id.
40 Id. at 898.


• Agreement Between the People’s Republic of China and Pakistan on Cooperation in Combating Terrorism, Separatism, and Extremism (signed Apr. 5, 2005, effective Dec. 12, 2006).  

• Agreement Between the People’s Republic of China and Turkmenistan on Cooperation in Combating Terrorism, Separatism, and Extremism (signed Oct. 31, 2006, effective Feb. 6, 2007).  


41 Id. at 911.  
42 Id. at 931.  
43 Id. at 948.  
44 Id. at 966.  
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SUMMARY  Pakistan has principally adopted an antiterrorism legal framework in order to address extremist activity in the country. Though Pakistan does not have a specific crime of “extremism” within its laws, it does have a series of other connected criminal offenses, primarily crimes against the state or incitement crimes, that form a close proximity to the crime of extremism defined under international conventions and statutes of other countries. Such provisions can be found in Pakistan’s principal antiterrorism law, the Anti-terrorism Act, 1997, and in Pakistan’s Penal Code. Pakistan’s antiterrorism law is enforced through specialized antiterrorism courts and a listing system to designate organizations and individuals involved with terrorism. However, critics have called into question the effectiveness of the system to deal with terrorism.

More recently, however, Pakistan’s legal approach to combating terrorism and extremism has become increasingly militarized, with the establishment of specialized military courts to try suspected terrorists.

Over the years Pakistan has also attempted, with little success, to regulate and reform the madrasa education system. Besides legal regulations, Pakistan has also attempted to institute programs promoting “antiradicalization” and sectarian harmony in the country.

I. Forms of ‘Extremist’ Challenges Faced by Pakistan

Pakistan faces a number of extremist challenges from both ethnic and religious groups in the country. According to Muhammad Amir Rana, Director of the Pakistan Institute of Peace Studies (PIPS), “[e]xtremism is defined in Pakistan in a number of ways, mainly in political, religious and social contexts. A lack of consensus even on definitions make [sic] it difficult to arrive at a comprehensive understanding of the phenomenon, further complicating efforts aimed at countering extremism.”1 According to PIPS researchers Abdul Basit and Mujtaba Rathore, however, “religious extremism is the common prevalent factor in all the visible trends and patterns of radicalization in Pakistan.”2

Pakistan faces enormous challenges from extremist groups, particularly sectarian violence and terrorism perpetrated by radical Islamic groups. Some of the current challenges Pakistan faces in

---

This report was last updated in September 2015.


2 Abdul Basit & Mujtaba Muhammad Rathore, Trends and Patterns of Radicalization in Pakistan, 3 PIPS RES. J. CONFLICT & PEACE STUD. 16 (Apr.–June 2010).
respect to extremism can be traced to the “Islamization” policies of Pakistan’s military leader General Zia-ul-Haq. According to a 2009 International Crisis Group report,

Radical jihadi groups benefited from state patronage, for the first time, during General Zia-ul-Haq’s military regime in the 1980s. They were backed for the twin purpose of fighting in the U.S.-supported anti-Soviet jihad in Afghanistan and promoting Sunni orthodoxy at home. That patronage continued even during the democratic interlude in the 1990s, as the military used its jihadi allies in India-administered Kashmir and in support of the Taliban in Afghanistan. As radical Sunni groups proliferated and grew stronger, sectarian violence became the primary source of terrorism in Pakistan.3

From 2001 to the present, Pakistan has been involved in military operations against tribal militancy in the northern regions of the country, including actions against various entities in Federally Administered Tribal Areas and separatist movements in the province of Baluchistan. Baluch ethno-nationalists and separatists have been waging a low-level insurgency for many years.4 Sectarian and terrorist attacks on the Shia Hazara community has also “compounded the effects” of the “high-intensity conflict” between the separatists and the military.5 Deobandi Sunni sectarian groups claim responsibility for most of the attacks against the Hazara Shias.6

Moreover, Pakistan’s most populous city, Karachi, has witnessed some of the worst ethnic and sectarian violence in years, involving “sectarian militant groups, terrorist outfits, political parties, and criminal gangs.”7 The Pakistan military and other law enforcement agencies are currently involved in operations against militant and criminal elements in the city.8 Therefore, some argue that extremist violence in the country is also motivated by ethnic and provincial divisions. As emphasized by Selig Harrison, Director of the Asia Program at the Center for International Policy,

[a] single-minded focus [on terrorism] ignores a broader and more fundamental issue that cuts across the struggle between Islamist and secular forces: whether the multi-ethnic Pakistan federation, torn by growing tensions between a dominant Punjabi majority and

6 Id. at 12.
increasingly disaffected Baluch, Sindhi and Pashtun ethnic minorities, can survive in its present form without basic political and economic reforms.9

II. System of National Laws Aimed at Fighting Extremism

Historically, Pakistan has principally adopted an “antiterrorism” legal framework in order to address extremist activity and sectarian violence in the country. In the context of increasing sectarian and political violence in Pakistan, the then Nawaz Sharif government promulgated the Anti-terrorism Act, 1997, establishing Pakistan’s principal antiterrorism regime.10 In the last few years Pakistan has passed a number of additional antiterrorism laws, including the National Counterterrorism Authority Act,11 the Investigation for Fair Trial Act,12 the Protection of Pakistan Act of 2014, and several amendments to the Anti-terrorism Act of 1997.13

In early July 2013, the Nawaz Sharif government unveiled a draft counterterrorism policy, which generally adopted the same strategy as the previous government to address militancy through five elements: dismantle, contain, prevent, educate, and reintegrate militants.14

In late December 2014, following the Peshawar school massacre, the Prime Minister announced a twenty-point National Action Plan to counter terrorism that included proposals to establish military courts to try alleged terrorists, strengthen NACTA, and counter hate speech and extremist material.15 More recently, however, Pakistan’s antiterrorism efforts have become increasingly militarized with the passage of the 21st Constitutional Amendment Act16 and the Pakistan Army (Amendment) Act, 2015,17 which provide the legal framework for establishing specialized military courts to try civilian terrorist suspects.

III. Crime of Extremism and Related Crimes

Pakistan does not have a specific crime of extremism within its laws. However, it does have a series of other criminal and terrorism-related offenses that form a close proximity to the crime of extremism as defined under international conventions and the statutes of other countries.

As noted above, Pakistan had adopted principally an antiterrorism legal framework in order to address extremist activity and sectarian violence in the country. Section 6 of Pakistan’s Anti-terrorism Act defines “terrorism” to mean “the use or threat of action” where an action falls within certain stipulated acts and where

[the] use or threat is designed to coerce and intimidate or overawe the Government or the public or a section of the public or community or sect or a foreign government or population or an international organization or create a sense of fear or insecurity in society; or

The use or threat is made for the purpose of advancing a religious, sectarian or ethnic cause or intimidating and terrorizing the public, social sectors, media persons, business community or attacking the civilians, including damaging property by ransacking, looting, arson or by any other means, Government officials, installations, security forces or law enforcement agencies.

Provided that nothing herein contained shall apply to a democratic and religious rally or a peaceful demonstration in accordance with law.18

Acts of terrorism are stipulated under section 6(2) of the Act and include, inter alia, acts committed by a person who “[i]ncites hatred and contempt on [a] religious, sectarian or ethnic basis to stir up violence or cause internal disturbance,”19 or is involved in “dissemination, preaching ideas, teachings and beliefs as per [his/her] own interpretation on FM stations or through any other means of communication without explicit approval of the Government or its concerned departments.”20

Section 8 of the Anti-terrorism Act, 1997, defines a separate crime that “prohibits acts intended to stir-up sectarian hatred.” According to the Act,

[a] person
who:-
   (a) uses threatening, abusive or insulting words or behavior; or
   (b) displays, publishes or distributes any written material which is threatening, abusive or insulting; or words or behavior; or
   (c) distributes or shows or plays a recording or visual images or sounds which are threatening, abusive or insulting; or

18 Anti-Terrorism Act, 1997, § 6(1)(b)–(c) (citations in original omitted).
19 Id. § 6(2)(f).
20 Id. § 6(2)(p).
(d) has in his possession written material or a recording or visual images or sounds which are threatening, abusive or insulting with a view to their being displayed or published by himself or another,

Shall be guilty of an offence if:–

i. he intends thereby to stir up sectarian hatred; or

ii. having regard to all the circumstances, sectarian hatred is likely to be stirred up thereby.21

The 1997 Act also criminalizes “printing, publishing, or disseminating any material” that “incites religious, sectarian or ethnic hatred.”22 However, to bring certain offenses within the ambit of the Anti-terrorism Act 1997, “it is essential to examine that the offence should have [a] nexus with the object of the Act”23—namely, creating terror, panic, or a sense of insecurity among the general public.24

Section 11X of the 1997 Act also prohibits the instigation of “civil commotion.” According to the Act, “[a] person commits an offence if he makes any call for action or shut-down, imposed through the use of threats or force resulting in damage or destruction of property or injury to person, to intimidate citizens and prevent them from carrying out their lawful trade or business activity.”25

Pakistan’s Penal Code, under the title of “Offences Against the State,” makes it a punishable offense to “wage war” against the state, and to conspire to do so.26 Moreover, the statute also criminalizes conspiracies to “deprive Pakistan of the sovereignty of her territories or of any part thereof,” or to “overawe, by means of criminal force or the show of criminal force, the Federal Government or any Provincial Government.”27 Under section 153-A of Pakistan’s Penal Code, “promoting enmity between different groups” is a punishable criminal offense. The section stipulates that “no subject is entitled to write or say or do anything whereby the feelings of one class of subjects should be inflamed against another class of subjects.”28 According to the statute,

21 Id. § 8.
22 Id. § 11W.
24 Id. at 2.
25 Anti-Terrorism Act, 1997, § 11X.
27 Id. § 121-A.
However,
(a) by words, either spoken or written, or by signs, or by visible representations or otherwise, promotes or incites, or attempts to promote or incite, on grounds of religion, race, place of both [sic], residence[,] language, caste or community or any other ground whatsoever, disharmony or feelings of enmity, hatred or ill-will between different religious, racial, language or regional groups or castes or communities; or
(b) commits, or incites any other person to commit, any act which is prejudicial to the maintenance of harmony between different religious, racial, language or regional groups or castes or communities or any group of persons identifiable as such on any ground whatsoever and which disturbs or is likely to disturb public tranquillity; or
(c) organizes, or incites any other person to organize, and exercise, movement, drill or other similar activity intending that the participants in any such activity shall use or be trained to use criminal force or violence or knowing it to be likely that the participants in any such activity will use or be trained to use criminal force or violence or participates, or incites any other person to participate, in any such activity intending to use or be trained to use criminal force or violence or knowing it to be likely that the participants in any such activity will use or be trained, to use criminal force or violence, against any religious, racial, language or regional group or caste of community or any group of persons identifiable as such on any ground whatsoever and any such activity for any reason whatsoever cause or is likely to cause fear or alarm or a feeling of insecurity amongst members of such religious, racial, language or regional group or caste or community[,] shall be punished with imprisonment for a term which may extend to five years and with [a] fine.29

The above section only applies where the hatred or enmity is created between different classes of people in Pakistan, not individuals within the same class. Essentially, it is a statutory provision “for the purpose of preserving order and amity between various classes of subjects.”30

As indicated above, offences were also recently added to the Pakistan Army Act, 1952, so suspected terrorists “claiming or are known to belong to any terrorist group or organization using the name of religion or a sect”31 can be tried by newly established military courts. Offenses include but are not limited to acts that “over-awe the state or any section of the public or sect or religious minority”32 or “create terror or insecurity in Pakistan or attempt to commit any of the said acts within or outside Pakistan.”33

29 PAK. PENAL CODE, 1860, § 153-A.
30 MAHMOOD & SHAUKAT, supra note 28, at 507.
32 Id.
33 Id.
IV. Enforcement and Effectiveness of Laws

A. Listing of Proscribed Organizations

Under section 11B of the Anti-terrorism Act, the federal government has the power to proscribe or list an organization if it has “reason to believe that an organization is concerned in terrorism.” Section 11A stipulates that an organization is “concerned in terrorism” if it

(a) commits[,] [facilitates] or participates in acts of terrorism; (b) prepares for terrorism; (c) promotes or encourages terrorism; (d) supports and assists any organization concerned with terrorism; (e) patronizes and assists in the incitement of hatred and contempt on religious, sectarian or ethnic lines that stir up disorder; (f) fails to expel from its ranks or ostracize those who commit acts of terrorism and presents them as heroic persons; or (g) is otherwise concerned in terrorism.\(^{34}\)

Such organizations are listed under the First Schedule of the Act. Measures that may be taken against a proscribed organization include sealing its offices; and impounding all literature, posters, banners, and printed, electronic, digital, or other materials. The federal government may also ban the publication, printing, or distribution of any press statements, press conference, or public utterances by or on behalf of or in support of a proscribed organization.\(^{35}\)

Organizations that the federal government believes may be concerned with terrorism can be put under an observation order pursuant to section 11D of the Act, and individuals who are concerned or suspected of being concerned with terrorism can also be listed.\(^{36}\)

Critics have called into question the effectiveness of Pakistan’s terrorist listing system. Some fault the lack of political will\(^{37}\) and institutional capacity\(^{38}\) in dealing with terrorist organizations effectively. One particular problem has been that proscribed organizations rebrand themselves with new names. In March 2013, Pakistan’s Parliament enacted the Anti-Terrorism (Second Amendment) Act, 2013\(^{39}\) to allow the government to deal with proscribed organizations that “form a new organization under a different name.”\(^{40}\) More recently, however, the head of the National Counter Terrorism Authority (NACTA) acknowledged the failure of the government to

\(^{34}\) Anti-Terrorism Act, 1997, § 11A.

\(^{35}\) Id. § 11E(1).

\(^{36}\) Id. § 11D.


\(^{39}\) Anti-terrorism (Second Amendment) Act, 2013.

\(^{40}\) Id. § 4.
renew actions against proscribed organizations and the lack of a procedure or mechanism to observe the activities of groups that have changed their names.\textsuperscript{41}

Other recent statements are seen by some as demonstrating a lack of political will to effectively deal with militant organizations. A July 8, 2015, news article reported that the Minister for States and Frontier Regions said that there was no evidence that Jamaatud Dawa (JuD), which is regarded as the political or charitable wing of the banned militant group Lashkar-e-Taiba (LeT), was involved in terrorist activity. Instead, he reportedly said that the group was “under observation in terms of Section 11-D of the Anti-Terrorism Act since Nov. 15, 2003 and the provinces had been asked to keep a watch on its activities.”\textsuperscript{42}

On February 11, 2015, the Interior Minister of Pakistan announced efforts to reconcile the “national list” of proscribed organizations with those listed by the United Nations as being part of Al-Qaida, the Taliban, or associated groups.\textsuperscript{43}

**B. Prosecution and Trials of Suspected Terrorists**

Under the Anti-terrorism Act, Pakistan has also established special, parallel antiterrorism courts known as ATCs. The purpose of the ATCs is to provide speedy trials for “heinous offences.”\textsuperscript{44} These Courts have jurisdiction over crimes stipulated under the Anti-terrorism Act. Moreover, some offenses that have “no apparent nexus with ‘terrorism’ may also be tried by an Anti-Terrorism Court” if such offenses are included in the Third Schedule of the Anti-terrorism Act.\textsuperscript{45} Courts can be established by the federal or provincial governments. The ATC judges are appointed by the government and can be headed by a judge of a sessions court, an additional sessions judge, district magistrate, deputy district magistrate, or advocate with ten or more years of experience.\textsuperscript{46} Decisions of the ATCs are appealable to the respective High Court, and the High Court’s decision can then be appealed to the Supreme Court.

Pointing to a high acquittal rate,\textsuperscript{47} critics have questioned the effectiveness of Pakistan’s antiterrorism courts to adequately deal with terrorism. According to data compiled in 2012 by
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the provincial government of Punjab, 75% of terrorism suspects arrested in the province over the last two decades were set free by antiterrorism courts. According to a 2011 State Department report the national figure could be closer to 85%. A December 2014 Dawn news report stated that the conviction rate in three ATCs operating in Pakistan’s capital of Islamabad and its sister city, Rawalpindi, “remained low”—of the 205 cases that were heard in the ATCs operating in Rawalpindi “there were convictions in less than ten,” and in Islamabad there were no convictions.

Scholars and analysts have pointed to a number of issues that broadly affect Pakistan’s criminal justice system as being responsible for the high acquittal rate in terrorism-related cases. Critics first highlight what they see as the defective investigative process of Pakistan’s law enforcement agencies. They argue that local police lack sufficient skill and training in collecting evidence and also lack forensic and other modern investigative tools, which has made the investigation process ineffective in Pakistan. Analysts further state that, since investigating officers are unable to collect adequate evidence, prosecutors cannot build strong enough cases against suspected perpetrators. They also point out that ATCs are severely understaffed, underfunded, and lack essential resources. Furthermore, the non-appointment of ATC judges in the past has also been a substantial issue. Judgeship vacancies lead to huge backlogs of cases. Policy analyst Huma Yusuf has summarized these issues, observing in 2010 that

[m]any of these problems stem from the fact that the government has not allotted enough funds for the ATC infrastructure, a problem that plagues the Pakistani legal system at large. Moreover, since they work for a parallel system, state prosecutors employed by ATCs cannot even utilize the scant resources available to the regular session courts. As a result, ATCs have failed to deliver on their primary mandate—quick justice.

In addition, ATC trials are often delayed due to security concerns. Some scholars have noted that in cases where suspects are “accused of heinous crimes, in-camera trials are conducted in jail.” Moreover, “[a]rranging logistics for such hearings can lead to prolonged delays.”
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According to Huma Yusuf, “security concerns on the part of judges, state prosecutors, and defense counsels regularly lead to the postponement of hearings.” In addition, Pakistan lacks an adequate witness protection program, and complainants and witnesses often refuse to testify against the accused or turn hostile. In 2013, the province of Sindh enacted a witness protection law, but as of August 2014 news reports stated that the government had failed to enforce it.

Concern also exists over the absence of any mechanism to monitor released suspected terrorists who have been acquitted or released on bail. Some have called for the “need to introduce new and scientific methods to keep strict checks on suspected terrorists even after their release upon bail or through acquittal.”

In an attempt to address some of these concerns, the Actions (in Aid of Civil Power) Regulation, 2011, establishes a legal framework that “provides for detainee transfer to civilian custody for potential prosecution under Pakistan’s criminal law.” Specialized courts have also been established to try persons who have committed certain scheduled offenses under the recently passed Protection of Pakistan Act, 2014.

More recently, in response to the 2014 Peshawar school massacre, the government of Pakistan has established specialized military courts to try terrorism suspects. On January 6, 2015, the Parliament of Pakistan passed the 21st Constitutional Amendment Act and the Pakistan Army (Amendment) Act, 2015, “aimed to set up constitutionally protected military courts to try civilian terrorism suspects” for a two-year sunset period. These Courts were reportedly established to deal with the ineffectiveness of Pakistan’s criminal justice system to deal with terrorism-related cases. According to the Pakistan Army (Amendment) Act, they are meant for the “prevention of acts threatening the security of Pakistan by any terrorist group, armed group, wing and militia or their members using name of religion or a sect.” However, human rights organizations have questioned the independence and impartiality of what they see as a secret court system and have also raised concerns about the adequacy of fair trial protections that the trial processes provide.
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V. Madrassas and Education Reform

Madrassas (Islamic schools) were originally registered under the Societies Registration Act of 1860 but in 1996 a ban was imposed on such registrations. This lead to the proliferation of unregulated madrassas in the country.

The madrasa reform process, which is seen as largely having stalled, was initiated in 2001 by then military leader and President Pervez Musharraf. In 2001, Musharraf promulgated the Pakistan Madrassa Education (Establishment and Affiliation of Model Dini Madaris) Board Ordinance which “created the Pakistan Madrassah Education Board with the responsibility of establishing new, exemplary dini madaris (religious schools or colleges) and darul uloom (“houses of knowledge” or Islamic seminaries) and overseeing those dini madaris and darul uloom that choose to affiliate with the Board.” A second ordinance was promulgated in June 2002, known as the Dini Madaris (Regulation and Control) Ordinance, which allowed madrassas to register on a voluntary basis to make regular financial declarations to the government; however, fierce opposition from the ulema prevented the latter ordinance from being fully implemented. To date, only “three model madrassas (teaching modern subjects such as computing alongside religious subjects) have been established—two in Sindh and one in Islamabad.”

In 2005 the Societies Registration Act of 1860 was amended to require madrassas to register and to provide audit reports and a list of funding sources. However, the Ittehad-e-Tanzimat-e-Madaris-e-Dinya (ITMD), an umbrella organization of madrasas, rejected the amendments and refused to cooperate. According to a report by the Norwegian Peacebuilding Resource Centre (NOREF), “madrasas saw these measures as an attempt to assert stronger government control
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over the madrasas and as a threat to the independence of the institutions.”

Eventually negotiations between the government and the madrassas resulted in another amendment to the Societies Registration Act. According to the 2007 amendment, madrassas must “sign a declaration stating that they shall not teach or publish any literature that promotes militancy or spreads sectarianism. They are also required to submit regular financial reports.” In return, the government must compromise on two demands from the ITMD: “(1) the madrasas that were already registered did not have to comply with the new reporting requirements and (2) financial reports did not have to reveal the madrasas’ funding sources.” Another issue noted by the ICG is that the audit reports are “prepared by madrasas’ chosen auditors without any independent inspection.”

In April 2014, the Government of Pakistan released a National Internal Security Policy, which noted the role of certain madrassas as a vehicle for spreading extremism. The policy stated that “troublesome aspects of these madrassas, which impinge on national internal security, include financing from unidentified sources [and the] publication and distribution of hate material.” The Policy calls for comprehensive madrassa reforms, and envisages, among other things, bringing all 22,000 madrassas in the country under the national education system within one year, and “supporting their administration, financial audit and curriculum accreditation.”

After the 2014 Peshawar school attack, the government, as part of its National Action Plan (NAP), called for steps to reform Pakistan’s madrassa system, with a particular emphasis on registration and control of foreign funding. However, the ITMD has fiercely resisted these steps and has called on the government to honor previous agreements on madrassa reform. More
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recently, however, the ITMD and the government have appeared to come to some agreement to finalize a form for registration, submit audit reports, create a mechanism for monitoring foreign funding with the cooperation of the State Bank of Pakistan, and implement curriculum reform.  

VI. Government Responses, Legislative Initiatives, and Preventive Measures

A. National Counter Terrorism Authority

Pakistan has continued to face challenges in regard to interagency cooperation and coordination on counterterrorism. In the last few years, however, it appears Pakistan has made efforts to “centralize coordination and information sharing.”

In December 2009, the Pakistani government formally established the National Counter Terrorism Authority (NACTA), a focal body mandated to coordinate national counterterrorism efforts and strategy. Because the body initially operated under the Interior Ministry it was criticized for lacking independence and was effectively downgraded to a governmental department rather than “the status of the country’s supposedly premier counterterrorism organization.” In 2010, the head of NACTA resigned over efforts to try to bring the body under the direct chairmanship of the Prime Minister. Over the years, the body has largely laid dormant due to this bureaucratic in-fighting over whether NACTA should operate under the Prime Minister or the Interior Ministry. In 2013 Pakistan’s National Parliament passed the National Counter Terrorism Authority Act (NACTA Act), giving the body formal statutory status and independence.

NACTA is mandated to “unify and orchestrate national counter-terrorism and counter-extremism measures” that are already being implemented by several existing organizations. It is also tasked with “present[ing] strategic policy options to the government to be considered and
implemented by stakeholders,”85 and is responsible for conducting scientific studies on extremism and terrorism. The authority is a focal point for the receipt of information and intelligence, and for the dissemination of data to relevant stakeholders in order to “formulate threat assessments with periodical reviews to be presented to the federal government for making adequate and timely efforts to counter terrorism and extremism.”86

NACTA is governed by a Board of Governors, headed by the Prime Minister, and also includes a number of federal and provincial ministers including the Interior, Defense, and Finance ministers, and heads of law enforcement and intelligence agencies, including Inter-Services Intelligence, the Intelligence Bureau, Military Intelligence, and the Federal Investigation Agency. The NACTA Act also establishes the position of national coordinator to help execute “board-approved policies and plans.”87 The authority is assisted by an executive committee headed by the Interior Minister, and a national coordinator and deputy will execute the board’s policies and the government’s instructions. NACTA is also responsible for conducting scientific studies on extremism and terrorism.88

Despite the legislative efforts to revive NACTA, some critics feel the body still lacks capacity and remains largely inoperative, while others feel that the mandate of the body is far too “ambitious in its aims and scope,”89 according to news reports. Nevertheless, under a February 2014 national security policy the government hopes to revive the body.90

After the December Peshawar School attack, the federal government announced its plans to activate and strengthen NACTA as part of the National Action Plan (NAP). However, it appears that the Joint Intelligence Directorate, which is meant to be set up under NACTA, still faces a shortage of funds.91 In early June 2015, news sources reported that how the budget will be allocated for NACTA is still in dispute and that the government has failed to establish the Joint Intelligence Directorate.92
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B. Sectarian Harmony

The government of Pakistan, under the auspices of the late Federal Minister for Minorities Affairs Shahbaz Bhatti, established local-level committees to promote religious tolerance and sectarian harmony. In July 2010, the Bhatti also announced the formation of “a National Interfaith Council aimed at promoting brotherhood, harmony and co-existence among various sects and faiths.”93

C. Deradicalization Programs

The Pakistani Army runs a number of deradicalization centers for militants who were detained during the conflict in the Swat Valley. The goal of these programs is “to ideologically cleanse the inmates of the Taliban’s radical teachings and to give them education and vocational skills so they can be employed once rehabilitated.”94 Moreover, “[c]orrective religious education is an essential part of the de-radicalization programs.”95 One such initiative is the Mishal, an Army-established deradicalization and rehabilitation facility for adult men who previously joined the Taliban.96

In 2009, the Pakistani Army initiated a youth deradicalization program in the Swat Valley through a rehabilitation center known as Sabawoon. The administration of the program was later transferred to a local nongovernmental organization, Hum Pakistani Foundation, and is funded by UNICEF. The program includes courses in secondary education and vocational training, and provides psychiatric counseling. The program also seeks to counter ideological beliefs that lead to extremism and terrorism through “corrective religious instruction.”97 As of 2014, the program claimed to have reintegrated over 2,200 youths.98

In August 2011, the Defence Committee of the Government Cabinet announced the possibility of a national deradicalization program aimed at combating rising extremism in the country. According to the Committee, “[i]t was decided in the committee that special attention shall be given to a de-radicalisation programme to motivate youth to engage and isolate them from
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militancy and terrorism and bring them back to peaceful living.”

Moreover, Pakistan’s Prime Minister, who presided over the meeting, stated,

[w]e need to clearly identify the threat posed by terrorism, including the underlying factors such as ideological, motivational, funding, weapon supply, training and organizational support for terrorist groups and those aiding and abetting the terrorists.

Policy analysts note the need for these programs to be “consolidated into an overall program in order to improve effectiveness, expand the participation, and increase international funding.”

More recently in a national security policy paper, the government of Pakistan tasked NACTA, in consultation with other institutions, to develop a national deradicalization program to counter terrorism and extremism. The policy states that NACTA “will facilitate a dialogue with all stakeholders to strengthen democratic values of tolerance” and help create “a national narrative on extremism, terrorism, sectarianism and militancy . . . to dispel the wrong perceptions created by the terrorists on ideological basis.” The program will target persons, like youth, who are particularly vulnerable to extremism and will incorporate methods of rehabilitation and reintegration in society.
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SUMMARY

The line between a hate crime and protected speech is not definitively established in the Russian Federation. Federal law subjects to prosecution perpetrators of violent and nonviolent forms of extremism as these acts are defined by the Criminal Code, Code of Administrative Violations, and framework Law on Countering Extremist Activity. The presence of a prejudicial motive appears to be a key factor in determining the extremist nature of an act, and if such a motivation is proven it is considered an aggravating circumstance. Both individuals and organizations can be found responsible for extremism. Prosecution of extremist crimes is usually based on conclusions of experts who decide on the presence of an extremist component in the actions charged. Information on materials deemed to be extremist is collected and published by the Ministry of Justice. These materials are prohibited from being made publicly accessible. Involvement in extremist activities is a reason for the state to impose restrictions on one’s political or professional activities, or to liquidate an organization whose leaders have been accused of extremism. Reportedly, these provisions are often used by the government to silence the opposition, and the authorities have been criticized for focusing on minor crimes. In the summer of 2011, the Russian government identified the prevention of extremism as its major task, and an interagency commission on the subject has been established.

This report analyzes Russian anti-extremist legislation and reviews the procedural aspects of its application.

I. Constitutional Principles of Anti-Extremist Legislation

The Russian Constitution guarantees basic human rights, including freedom of speech, expression, and association. At the same time, it prohibits public associations that are aimed at forcibly changing the fundamental principles of the constitutional system and violating the integrity of the Russian Federation; undermining its security; setting up armed units; and instigating social, racial, national, and religious strife. Also, propaganda promoting social, racial, national, or religious enmity or the instigation of such enmity, as well as propaganda promoting social, racial, national, religious or linguistic supremacy, are prohibited. The term “extremism” is not used in the Constitution, however.

These restrictions appear to be in accordance with a constitutional provision (art. 55, para. 3) that allows the restriction of individuals’ rights and freedoms by federal legislation to the extent necessary for the protection of fundamental principles of the constitutional system, morality,
health, the rights and lawful interests of other people, and ensuring the defense of the country and the security of the state. These restrictions appear to follow international standards elaborated by the European Court of Human Rights and other international and national authorities, which generally uphold restrictions on free expression on the grounds of national security where it can be shown that they are absolutely necessary in a democratic society, i.e., where the expression is intended to incite violence and there is a direct and immediate connection between the expression and the likelihood or occurrence of such violence.

Although the federal government has exclusive jurisdiction in regulating the rights and freedoms of individuals and citizens, several constituent components of the Russian Federation have enacted legislation aimed at regulating freedom of conscience and religion. While criminal law is within the exclusive jurisdiction of the federal government, these legal acts impose administrative responsibility for activities deemed to be in violation of the public order. For example, anti-extremist legislation was enacted in the Kabardino-Balkar Republic of the Northern Caucasus. This provincial law restricts proselytism and prohibits, among others things, religious organizations if the doctrine threatens public security and the lawful interests of citizens, or advocates the superiority of one religious doctrine over another.

During the last two years, members of the Russian legislature several times proposed to amend the country’s Constitution. Presently, the Constitution states that Russia is a secular state. In order to stress the exceptional role of the Orthodox faith, State Duma members Sergey Baburin and Elena Mizulina suggested the addition of a new article to the Constitution providing that “Orthodoxy shall be the basis of the national and cultural identity of Russia.”

II. Overview of Russian Anti-Extremist Legislation

The anti-extremist legislation of Russia consists of the Federal Law on Countering Extremist Activity (Extremism Law), specific provisions of the Russian Federation Criminal Code, the
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Code of Administrative Violations of the Russian Federation (Administrative Code),\textsuperscript{10} and relevant norms included in more than twenty other laws regulating public associations, religious activities, public gatherings, mass media publications, the investigative work of law enforcement authorities, and other matters.\textsuperscript{11}

The determining factor in qualifying an activity as extremist is the suspect’s motivation.\textsuperscript{12} Crimes motivated by prejudice or, as stated in Russian law, “ideological, political, racial, national or religious enmity, as well as hatred or enmity towards a social group,” are classified as extremist crimes under the Criminal Code.\textsuperscript{13} An additional list of activities deemed to be extremist is stipulated by the Extremism Law. This list does not coincide with the list of extremist crimes defined by the Criminal Code.\textsuperscript{14} Extremist activities as they are listed in the Extremism Law are subject to prosecution regardless of their consequences and the level of public danger. This allows for the application of restrictive measures to relatively insignificant offenses.\textsuperscript{15}

“Terrorism” is distinguished from “extremism” in that the former generally involves violent acts and pursues specific goals of exercising influence on governmental decision making by violating public security or frightening the population. Russian scholars believe that the distinctive feature of terrorism is the purpose of the crime, whereas extremist crimes are distinguished by the offender’s motivation.\textsuperscript{16} The continuing and diverse nature of extremist activities is also contrasted with the transitory nature of terrorist acts.\textsuperscript{17} However, it appears that the Extremism Law treats terrorism as one of several extremist activities regardless of whether it was motivated by ideological, political, racial, national, or religious hatred.\textsuperscript{18}

According to official statements, the necessity to fight terrorism was the main reason for developing anti-extremist legislation. However, Russian legal observers state that it cannot meet this purpose and that the expansion of acts that can be considered extremist crimes, and the doubling of the number of materials recognized as extremist and included in the list of banned publications in 2011, led to a situation where “anything from a criminal fiction to a
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postmodernist painting can be viewed as extremist.”

Because of the nature of the legislation and problems with its enforcement, “public trust in anti-extremist legislation and the government’s ability to fight extremism through the existing legal arsenal was lost completely.”

In its report on the illegal application of anti-extremist legislation in Russia in 2012, the SOVA Center stated that while religious organizations constituted the majority of those previously accused of committing crimes under the Extremism Law, social activists and opposition politicians have become a recent target of law enforcement authorities who use the Extremism Law to punish these people.

Among the examples of recently initiated investigations and accusations of committing extremist crimes are cases where local journalists were prosecuted for publishing articles discussing neutral subjects such as the status of languages of varied Russian ethnic minorities and the dominant role of the Russian language in ethnic autonomous republics constituting the Russian Federation. Most of the time, these cases were used by local authorities to silence social activists and members of the opposition.

Some Russian legal experts also believe that these cases are initiated by provincial law enforcement authorities to demonstrate their vigilance in fighting extremism because no other forms of extremism can be found.

### III. Analysis of Federal Law on Countering Extremist Activity

#### A. Definition of “Extremism”

The Extremism Law is a framework document that gives a definition of extremism, sets forth the fundamentals of the national policy in that area, and emphasizes the importance of preventive measures.

Sanctions for extremist activity can be applied against organizations, mass media outlets, and individuals. It appears that organizations and mass media are the main targets of the Extremism Law. Organizations or media institutions may be punished under the Extremism Law for extremism per se. Individuals are punishable only in cases where their actions fall
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within the definition of an offense of extremism provided by the Criminal Code or the Code of Administrative Violations.\(^{27}\)

The Extremism Law contains no clear definition of extremism. Instead there is an “extremely heterogeneous”\(^{28}\) list of violent and nonviolent activities considered to be extremist, which includes

- forcible change of the foundations of the constitutional system and violation of integrity of the Russian Federation;
- public justification of terrorism and other terrorist activity;
- incitement of social, racial, ethnic or religious hatred;
- propaganda of exclusiveness, superiority or inferiority of an individual based on his/her social, racial, ethnic, religious or linguistic identity, or his/her attitude to religion;
- violation of rights, liberties and legitimate interests of an individual because of his/her social, racial, ethnic, religious or linguistic identity or attitude to religion;
- preventing citizens from exercising their electoral rights and the right to participate in a referendum, or violating the secrecy of the vote, combined with violence or threats to use violence;
- preventing legitimate activities of government authorities, local self-government, election commissions, public and religious associations or other organizations, combined with violence or threats to use violence;
- committing crimes involving the aggravating factors listed in article 63(1) of the Criminal Code (e.g., repeated crimes, crimes committed by an organized group, or crimes with severe consequences);
- propaganda and public demonstration of Nazi attributes or symbols, or attributes and symbols similar to them or public demonstration of attributes or symbols of extremist organizations;
- mass distribution of materials known to be extremist, their production and possession for the purposes of distribution;
- dissemination of knowingly false accusations against federal or regional officials in their official capacity, alleging that they have committed illegal or criminal acts; [and]
- organization and preparation of extremist acts, and calls to commit them; and financing the above-mentioned acts or providing any other material support to an extremist organization, including assistance in printing their materials, offering

\(^{27}\) \textit{Id.} at 1.
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This list has been criticized for duplicating provisions of the Criminal Code and for failing to indicate objectives distinguishing extremist activities from other offenses. The definition of extremism became even broader after 2006 amendments, which extended the definition of extremism and allowed for the prosecution of those who criticize federal and local governments and officials, official policies, laws, ideas, religious and political organizations, etc. In June 2011, the Supreme Court, ruling on the application of the Extremism Law in courts, added to this ambiguity by stating that criticizing the professional activities of politicians and government officials must not always be considered as an incitement of hatred and enmity, and must be reviewed by courts on a case-by-case basis, because limits for criticizing such persons are broader than for private individuals. (For a discussion of the constitutionality of these amendments see Part VI of this report.) The lack of certainty was noted by the Russian Ombudsman, who stated in his 2008 report that no one publicly criticizing the state, its policy, and public officials, even with a good understanding of the current legislation, can predict whether his words contain signs of extremism. Even Russia’s Foreign Ministry allegedly admitted that the definition of extremism in Russia is “too broad.” Human rights organizations have reportedly suggested that some clarifications preventing such a broad application of the Extremism Law should be added because explanatory guidelines issued by the Russian Federation Supreme Court in 2011 do not prevent abuses in the application of this Law. As an example of such clarifications, scholars cite article 16 of the Russian Federal Law on Public Associations, which states that the inclusion of provisions on the protection of ideals of social
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justice in the constituent and policy documents of public associations may not be regarded as inciting social enmity.  

Some Russian experts believe that the definition of extremism was interpreted too broadly by the Supreme Court in 2012, when the Court upheld the decision of a lower court finding elements of a crime under article 280 of the Russian Criminal Code (public calls for performance of an extremist activity) for an individual’s participation in a political organization that had the declared goal of “chang[ing] the Putin-Medvedev regime, eliminat[ing] monopoly in politics and information, democratization of the country, and the refusal to cooperate with current power authorities.”

B. Enforcement of the Extremism Law

The main sanction provided by the Extremism Law is the liquidation of a public association, organization, or mass media outlet, which may be preceded by one or more warnings issued by the Federal Registration Service against a nongovernment organization or the Federal Supervision Agency for Information Technologies and Communications (Roskomnadzor) against media institutions. Local prosecutor’s offices can issue warnings to both public and media organizations. In 2010, the Federal Security Service was granted the power to issue warnings to individuals regarding the unacceptability of actions that may be seen as leading to the commission of crimes prosecuted under article 280 of the Criminal Code. The procedural status of such warnings is not clear because they are not mentioned in the Criminal Procedural Code of the Russian Federation.

If the acts cited in the warning are not corrected or if something similar to what prompted the initial warning happens again, a prosecutor or registering authority may file a liquidation suit with the court in the place where the organization is registered. Liquidation charges can be brought against an organization even without warning if the organization’s activities resulted or could have resulted in some unspecified damage. In the latter case, the prosecutor or a local department of the Ministry of Justice may decide to suspend the operations of the organization while the liquidation suit is pending. A decision to suspend the operation of a media outlet can be appealed.
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be made by the court only upon request from a prosecutor or registering authorities. A nonregistered organization may simply be banned for extremist activities. Participation in an extremist organization that has been liquidated or banned constitutes a separate crime.

On July 15, 2010, the Supreme Court ruled that media outlets cannot be held responsible for xenophobic statements if they publish satirical, humorous, and unrealistic materials on “extremist” topics, and for audience comments during live broadcasts or on Internet forums. The Supreme Court also instructed the lower courts to consider the entire content and context of the publication. However, after the Supreme Court’s decision a lower court upheld a warning issued against a newspaper for a cartoon depicting a swastika. This decision was based on a previously issued Supreme Court ruling that the publication of propaganda depicting swastikas and Nazi symbols constitutes a sufficient ground for banning the organization using such symbols.

C. Lists of Banned Materials and Organizations

The Extremism Law imposes on the Ministry of Justice an obligation to complete, update, and publish a list of extremist materials. Maintaining such a list allows enforcement agencies to take administrative measures to restrict the distribution of extremist materials included in the list under article 20.29 of the Code of Administrative Violations, which prohibits the production and distribution of extremist materials. This provision is reportedly used against producers and distributors of materials included in the list in cases where instituting criminal proceedings under articles 280 and 282 of the Criminal Code would be inappropriate or complicated due to the fact that prosecutors are required to prove intent to incite hatred and enmity in order to institute criminal charges.

Currently, the Federal List of Extremist Materials includes 2,280 items. It is not clear whether inclusion of a title in the list means that only the material with certain output data—for example,
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a particular edition of a book—is banned or whether the ban applies to all forms of the publication, including its textual and audiovisual variations.53

Also, the list includes several dozen files that cannot be identified54 because they are locally distributed leaflets dedicated to current events, websites that no longer exist, or private posts on Internet forums.55 If a forum statement is considered extremist by Roskomnadzor, a formal letter is emailed and faxed to the editor, and an official warning is issued unless the commentary is removed within twenty-four hours.56

Materials added to the list are usually categorized as the following: racist, xenophobic and anti-Semitic materials; materials of Jehovah’s Witnesses; materials of North Caucasus separatists and other radical Islamists; materials of the Church of Scientology; and materials of different Muslim groups, generally not related to officially recognized Islamic organizations.57 In addition, thirty-four organizations appear on the list as banned or liquidated for extremist activities.58 Most of the banned organizations are Russian patriotic and religious organizations propagating racist and xenophobic ideas, seven Muslim groups, and one religious community of Jehovah’s Witnesses.

According to the SOVA Center for Information and Analysis, while at least three earlier bans were removed in 2009, there is no established mechanism for delisting materials.59 Reportedly, information placed on the list does not meet bibliographical standards and researchers have no access to banned materials. Also, it is not clear if the ban officially begins when the decision of the court enters into force or when the material is listed.60 On March 4, 2014, two brochures published by Jehovah’s Witnesses and recognized by a Russian regional court as nonextremist in February of 2012 were removed from the list of banned materials.61
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D. Non-Criminal Liability of Individuals Prosecuted for Extremism

In addition to criminal or administrative punishment for extremist activities, which may take the form of a limitation of freedom, imprisonment, correctional labor, or a fine, the rights of people prosecuted for extremist activities may also be restricted in other ways. An individual convicted for extremist activity might be limited in his access to public service or contractual military service, may not be employed by law enforcement agencies and educational institutions, and may not engage in private detective and security activities.\(^{62}\)

Organizations can be held responsible for the extremist activities of their leaders. If leaders of an organization are found to be engaged in extremist activities, the organization must officially disassociate itself from their actions.\(^{63}\) Otherwise, the organization is subject to the repressive measures specified in the Extremism Law, whereas the leaders are prosecuted under the Criminal Code.\(^{64}\) Organizations and individuals involved in extremist activities are included in the blacklist published by the federal agency for financial monitoring and are subject to having their accounts and transactions frozen.\(^{65}\) Following the amendments to the Law on Freedom of Conscience and Religious Associations passed in July 2013, a ban on establishing religious organizations or becoming a member of such an organization was extended to individuals in whose actions Russian courts found signs of extremist activity.\(^{66}\)

If a political candidate conducts extremist activities during an election campaign, he may be banned by a court decision from participating in elections. Such a ban may result from prior statements made during a period equal to his potential term in office if such statements included calls for extremist activity, justification of such activity, or incitement of hatred.\(^{67}\)

Foreign citizens responsible for extremist conduct can be denied entry into Russia, as was the case for a German couple leading a local branch of Jehovah’s Witnesses.\(^{68}\)

---
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IV. Prosecution of Extremist Crimes and Misdemeanors Under the Criminal and Administrative Codes


Article 282 of the Russian Criminal Code defines extremist crimes as those motivated by ideological, political, racial, national, or religious enmity, as well as hatred or enmity towards a social group. Extremist motivation can be a required or alternative element of a crime, and may warrant a more severe punishment, similar to crimes committed with aggravating circumstances.69

Extremist motivation is a required element of the following crimes: inciting hatred or enmity, or demeaning human dignity (art. 282); organizing an extremist community (art. 282.1-bis); organizing the activity of an extremist community (art. 282.2-bis); and genocide (art. 357). Extremism-related crimes are punishable with varied fines, corrective labor, different forms of deprivation of freedom, and imprisonment for up to six years for the most serious extremist acts, which involve forming and participating in an organized extremist community.

An “extremist community” within the meaning of article 282.1-bis is a settled group of people associated in advance to prepare and commit one or more crimes of an extremist nature, characterized by the presence of a leader, stability of composition, and coherence of the actions of its members aimed at achieving a common criminal purpose.70

Article 282.2-bis treats as a criminal offense the leadership of or participation in an extremist organization, i.e., one that has been liquidated or banned by a court.71 This article was used to impose sentences on members of the National Bolshevik Party and Hizb ut-Tahrir solely for attending events organized by these organizations.72

In February 2014, the Criminal Code of the Russian Federation was amended to add provisions aimed at increasing punishments for extremism-related crimes.73 The new provisions doubled the duration of mandatory correctional labor and nearly tripled the amount of fines for extremist crimes, making the maximum fine equal to approximately US$17,000. As stated in explanatory documents to this Law submitted to the legislature by the President’s Administration, these amendments were needed to “neutralize threats to national security caused by destructive activities of religious organizations on the Russian territory.”74

---
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Additionally, the law changed the venue where extremism-related cases are tried. Because crimes containing the elements of extremism were reclassified as crimes of medium gravity, these cases were removed from the jurisdiction of justices of the peace and were included in the jurisdiction of federal district courts.\footnote{Federal Law No. 5-FZ.}

Extremism is an alternative motivation and an aggravating circumstance for the following crimes: violation of the equality of human and civil rights and freedoms (art. 136), hooliganism (art. 213), and public appeals for the performance of an extremist activity (art. 280).\footnote{SABITOV ET AL., \textit{supra} note 12, at 101.} Other scholars add to this list terrorism (art. 205), hostage-taking (art. 206), destruction or damage to historic or cultural monuments (art. 243), outrages upon the bodies of the deceased and their burial places (art. 244), threatening the life of a statesman or a public figure (art. 247), forcible seizure of power or forcible retention of power (art. 248), armed rebellion (art. 249), and mercenary activities (art. 359).\footnote{KASHEPOV ET AL., \textit{supra} note 68, at 30.} Because extremist motivation is specifically listed among aggravating circumstances for a number of crimes, it must be taken into account for purposes of sentencing (art. 63). The advocacy organization Human Rights First has reported, however, that enhanced penalties under article 63 are not regularly sought or applied.\footnote{PAUL LEGENDRE, \textit{HUMAN RIGHTS FIRST, MINORITIES UNDER SIEGE: HATE CRIMES AND INTOLERANCE IN THE RUSSIAN FEDERATION} 4 (June 26, 2006), \url{http://www.humanrightsfirst.org/wp-content/uploads/pdf/06623-discrim-Minorities-Under-Siege-Russia-web.pdf}, archived at \url{http://perma.cc/4ZWH-HFTN}.} In addition to the general rule stated in article 63, a number of the Code’s provisions specifically provide for more severe punishment when prejudice is shown in particular crimes, e.g., murder (art. 105), deliberate infliction of injuries or bodily harm (arts. 111, 112), torture (art. 117), and desecration of cemeteries (art. 244).

According to the SOVA Center, virtually all relevant provision of the Criminal Code are used in prosecuting perpetrators of violent crimes,\footnote{SOVA CENTER, \textit{supra} note 50, at 6.} although there has been a general perception that charges of hooliganism are routinely pressed by prosecution authorities even when more serious crimes are committed.\footnote{MOSCOW HELSINKI GROUP, \textit{supra} note 25, at 5.} According to the reports of Russian human rights defenders, this is often due to the inability of law enforcement authorities to properly examine and evaluate the motivation behind a crime.\footnote{KORSHUNOVA, \textit{supra} note 14, at 169.} Reportedly, in order to hide their obvious reasons for committing a hate crime, ultra-right Russian organizations distribute “instructions” to their members, in which they recommend committing robberies as a means of disguising the real hate motivation of a crime.\footnote{SOVA CENTER, \textit{supra} note 50, at 38.}

In June 2013, a few month after three members of the Russian feminist group known as Pussy Riot were sentenced to two years’ imprisonment for “hooliganism motivated by religious hatred”
after performing inside a Russian Orthodox church in Moscow, the State Duma adopted amendments to the Criminal Code on “protecting . . . religious feelings of believers.” 83 The provisions amended article 148 of the Criminal Code by establishing penalties, such as fines, corrective works, and deprivation of freedom for up to two years, for the public insult of religious convictions and feelings of citizens and of religious ceremonies.84

The SOVA Center has noted that the authorities rarely impose sentences involving prison time for nonviolent racist propaganda.85 Other sanctions, in addition to suspended sentences, are typically imposed for minor acts, such as painting graffiti, distribution of flyers, or writing posts on Web forums and blogs.86 Suspended sentences are also used in situations where cases are initiated against government opponents or followers of public or religious organizations not supported by the authorities. On November 3, 2011, a provincial court sentenced a local Jehovah’s Witness activist to one hundred hours of community service after the local administration insisted on punishing him even though the court had initially acquitted him.87 It appears that the number of suspended sentences without additional sanctions has constantly increased and constituted 43% of all sentences pronounced in 2010.88 According to available statistics, in 2010 there was only one hate crimes case in which a perpetrator received prison time; the case involved one of the most infamous anti-Semitic journalists, who was sentenced to a three-year term served at a colony-settlement with a ban on editorial and journalistic activities.89

Russian law enforcement agencies have been targeting religious groups outside the Orthodox community for “extremism.” For example, multiple cases have been opened and several court decisions issued with respect to the publication and distribution of religious texts by Jehovah’s Witnesses and Muslims, including Muslim texts with quotations from the Koran.

Such literature was considered extremist and was subject to a ban on distribution throughout Russia. It was included on the Federal List of Extremist Materials, and individuals involved in its publication and distribution were found guilty of committing extremism-related criminal and

85 SOVA CENTER, supra note 50, at 6, 36.
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administrative offenses, usually under article 282 of the Criminal Code and article 20.29 of the Code of Administrative Violations.90

Authorities have been criticized for focusing too much on minor crimes and acts (e.g., prosecuting Internet trolls and graffiti artists),91 and for prosecuting libraries and schools that were unable to follow updates to the Federal List of Extremist Materials and were found to be holding the banned books.92

B. Administrative Code Provisions

The following administrative offenses are or can be motivated by extremism: intentional public desecration of religious or theological literature, objects of religious veneration, signs or emblems, ideological symbols, and paraphernalia (art. 5.26, part 2); abusing freedom of mass information (art. 13.15); displaying fascist attributes and symbols (art. 20.3); organizing the activity of a social or religious organization against which a decision on suspension of activities was entered (art. 20.28); and producing and distributing extremist materials (art. 20.29).93

A new administrative liability provision was introduced in 2012 for the public display of extremist organizations’ symbols. This type of activity is now considered a form of extremism and is punishable by a fine of up to approximately US$500 or detention for up to fifteen days. Fines for the display of Nazi symbols were similarly increased.94 Article 20.3 of the Administrative Code is usually applied to impose penalties for selling Nazi paraphernalia and objects marked with swastikas, and for Nazi tattoos. In one such case, the court, in addition to imposing a fine on the defendant who had a Nazi tattoo, ordered him to have the tattoo removed.95

Article 20.29 is often interpreted broadly and is used to punish the distribution of works by the leaders of Nazi Germany as well as quoting those materials.96 In 2010, a criminal prosecution was initiated in the city of Perm for placing stickers with Adolf Hitler’s quote, “[w]e will defeat Russia when Ukrainians and Belarusians believe that they are not Russian,” in city buses.97
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V. Procedural Aspects of Investigation

Experts play a central role in the investigation of hate crimes in Russia because the conclusion as to whether specific material or a statement made by a suspect appears to be extremist is based on an expert’s opinion. The expert’s participation is considered by all parties as an integral part of any extremist case, except for cases involving items already included in the list of extremist materials. The types of expert opinions sought by law enforcement bodies are sociopsychological and psycholinguistic (51%), relevant to political science (19%), philosophical (14%), linguistic (7%), sociological (4.5%), and ethnolinguistic (4.5%). The law does not establish qualification requirements for experts, and they are usually chosen from among specialists of local scientific and educational institutions. This practice will likely be restricted by a recent ruling of the Supreme Court, which prohibits experts from issuing opinions on legal issues, such as whether a text contains appeals to extremist activities and whether it aims to incite hatred or enmity.

Presently, a person accused of committing a hate crime may choose to be tried by a jury or have his case heard by a professional judge or a panel of judges. Although the Ministry of Justice has recommended the removal of extremist crimes from the purview of jury trials to avoid nationalistic bias among jurors, it appears that guilty verdicts are issued evenly in bench and jury trials. It appears that after a guilty verdict is delivered by the jury, judges issue minimal or suspended sentences.

The investigation of extremist crimes is often delayed, and there are reports that prosecutors illegally refuse to initiate proceedings. The law enforcement officials explain this fact by pointing to the difficulty and length of investigations; the small number of independent experts knowledgeable in the fields of social psychology and psycholinguistics; the length of expert examinations, especially when materials are voluminous; and the lack of established investigative and judicial practices for this category of cases. The majority of hate crime cases reported to the authorities by individuals or nongovernmental organizations, particularly those
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involving drawings of swastika images and extremist slogans, are suspended due to a failure to identify the responsible individuals.\textsuperscript{106}

VI. Constitutional Issues Regarding the Prosecution of Extremism

Given the broad definition of “extremism,” actions that do not fall within any category of crime or even an administrative offense can be qualified as extremist under the law and be subject to repressive measures.\textsuperscript{107} The application of article 280 of the Criminal Code is especially vague. This provision is often used for prosecuting varied offenses when the government is demonstrating its interest in fighting extremism.\textsuperscript{108} For example, criminal proceedings under article 280 were initiated against a seventy-one-year-old retiree who had expressed a willingness to carry out a death sentence against the governor of the region at a local protest against price increases.\textsuperscript{109}

The term “social group” is subject to an especially broad interpretation for the purpose of applying article 282, which outlaws the incitement of hatred towards a social group,\textsuperscript{110} because all groups, according to observers, are “social.”\textsuperscript{111} The introduction of this broad term can be explained by the legislator’s concern that traditional groups based on race, nationality, and religion are too narrow and inadequate to protect other socially significant, numerous, and organized groups.\textsuperscript{112}

Criticism of the distinctive features of a social group, if such criticism contributes to a negative image of that group as opposed to criticism of a particular individual or an idea, is viewed by linguistic experts as extremism.\textsuperscript{113} In practice, anti-extremist legislation was applied to defend those who were not particularly vulnerable. Special protection was given to such social groups as “law enforcement personnel,” “the military,” “investigation service officials,” “police officers,” “state employees,” “owners of Russian-made motor vehicles,”\textsuperscript{114} “representatives of the government of the Tatarstan Republic,”\textsuperscript{115} and “informal groups of young people.”\textsuperscript{116} For example, a Russian blogger was sentenced for making critical comments about police in his
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Legal Provisions on Fighting Extremism: Russia

At the same time, a Russian court did not recognize homosexuals as a separate and definite social group within the meaning of article 282. Responding to concerns that treating government officials as a social group could lead to a complete ban on all criticism of the government in contradiction to the Constitution, the Supreme Court, in a landmark ruling of June 28, 2011, held that public officials and professional politicians are not a social group as their interests should not be different from those of the state, and the level of acceptable criticism should be higher as compared to private persons. However, the Supreme Court did not clarify which social groups are covered by anti-extremist legislation.

According to the same Supreme Court ruling, article 282 on incitement of hatred is applicable to statements justifying genocide, mass repression, deportations, and other illegal acts, including violence, against representatives of any ethnic, racial, religious, or other group. Extremist rhetoric can be prosecuted only if used publicly, whereas statements made at private gatherings are not covered by article 282. Criticism of political, ideological, and religious organizations and beliefs, and ethnic or religious customs, cannot by itself be treated as incitement of hatred or enmity.

Despite the fact that freedom of speech, religion, and expression are declared by the Constitution, Russian jurisprudence does not have a developed concept of protected speech. It is a common practice to use article 282 of the Criminal Code against authors who criticize the Russian Orthodox Church or Russian national and religious policy, or those who argue against the suggestion that modern Tatarstan and other territories “peacefully joined the Russian state.” There have been instances of anti-extremist criminal prosecution of individuals who proposed referendums on separating several regions and annexing them to Finland, or who suggested constitutional amendments aimed at bringing public officials to justice.

---
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Articles 282 (inciting hate) and 282.1-bis (establishing an extremist community), together with administrative penalties for distributing extremist materials, are often applied against Jehovah’s Witnesses, the main religious group prosecuted on anti-extremist grounds.128 Materials of the Church of Scientology have been banned because, according to experts, they contain appeals to extremist activity, as well as “humiliating characteristics, negative evaluation, and attitudes against persons on the basis of their social status.”129 Many undesirable religious groups have been prosecuted for propagating superiority based on religious identity, even though such propaganda appears to be common to many religious preachers.130

VII. Government Activities Aimed at Preventing Extremism

The Extremism Law notes the importance of preventive measures in articles 2 and 5 but does not describe such measures.131

The Interdepartmental Commission on Countering Extremism in the Russian Federation, an interagency governmental commission on counteracting extremist activities comprising the heads of sixteen government agencies, was created by order of the President on July 29, 2011.132 The Commission is charged with proposing anti-extremist policies, developing relevant concepts and strategies, evaluating current activities, reviewing measures undertaken and legislation adopted, and preparing annual reports for the President.133 The Commission held thirteen meetings through March 2013 (latest information available). The agendas of these meetings included discussions on improving legal regulations on countering extremist activities in Russia, such as toughening responsibility for unauthorized mass public actions and violations in the field of migration, prevention of terrorism and extremism, formation of Russian civic identity, and promotion of patriotism among Russia’s youth. The Commission also encouraged the Russian Ministry of Internal Affairs (police) to create an interdepartmental working group on combating extremist ideology in the media and on the Internet.134 A scientific advisory council for the study of religious materials aimed at detecting signs of extremism has been operating under the
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Ministry of Justice since September 2009. The council issues advisory opinions on materials submitted by judicial and law enforcement bodies and private parties.\textsuperscript{135}

VIII. International Cooperation in Fighting Extremism

Russia has signed a number of international documents providing for cooperation in fighting extremism and terrorism, particularly within the framework of regional organizations, such as the Shanghai Cooperation Organization (SCO), Commonwealth of Independent States, Eurasian Economic Community, and Collective Security Treaty Organization.\textsuperscript{136} An example is the Concept of Cooperation Between SCO Member States in Combating Terrorism, Separatism, and Extremism, which provides for concerted preventive activities, operational search and investigative actions, the exchange of search and forensic information, the creation of specialized databases and communication systems, joint academic research, and cooperation in other areas.\textsuperscript{137}

Russia is also a party to the Shanghai Convention on the Fight Against Terrorism, Separatism and Extremism of June 15, 2001, which emphasizes the violent nature of extremism in the definition provided in article 1(3). The Shanghai Convention’s definition thus appears to be narrower than the Russian definition set forth in the Extremism Law, which covers both violent and nonviolent activities.\textsuperscript{138}
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Tajikistan
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SUMMARY The fight against extremism in Tajikistan is aimed at preventing extremism and punishing those who are involved in extremist activities. The necessity of fighting extremism is used by the government to justify its restrictions on religious freedom and its control over religious education and circulation of religious literature. Organizations and individuals can be held administratively and criminally liable for violating antiextremist legislation or committing other crimes if these crimes were motivated by hatred. Such offenders are most often accused of disseminating religious hatred.

I. Background Information

The long-lasting civil war in Tajikistan during the 1990s reflected the conflicts that had long existed in the society and, according to some scholars, motivated the engagement of the followers of radical Islamic ideology in the political life of the country.1 Backed by support from radical groups in Pakistan and Afghanistan, these Islamists proposed their own path of reforms, which required building a society based on Islam, implementing Shari‘a law, and opposing efforts of the ruling elite to build a secular country.2 Even though the government has been successful in pursuing its policy of building a secular society, Tajikistan more than any other Central Asian state is considered susceptible to Islamic extremism, a fact that has shaped the reality of strict government control over freedom of religion.3

About 85% of Tajikistan’s population consists of Sunni Muslims, while 5% follow Shi’a Islam and 10% profess other religions.4 Islam is especially strong among the rural population.5 It appears that the unemployed and those who have experienced dramatic changes in social status are the most active followers of Islam.6

---

* This report was last updated in May 2014. Foreign law consultants Virab Khachatryan and Svitlana Vodyanyk contributed to the report.
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II. Perception of Extremism

The Unified Concept of the Republic of Tajikistan on the Fight Against Terrorism and Extremism was introduced in 2006 by the decree of the Tajikistani President. This Decree follows the scholarly approach toward extremism, which views extremism as a social phenomenon of the highest degree of intolerance that culminates in terrorism. The phrase “terrorism and other forms of extremist manifestation” is used throughout the text of this Decree.

According to some Tajikistani scholars, extremism is based on the idea of group supremacy and feelings of contempt and hatred for those who are “below them” on the social ladder. These scholars suggest that extremist ideas become dangerous when their adherents take concrete steps toward implementing them, and that it is imperative to fight against such supremacist propaganda and the dissemination of extremist ideas, which inevitably engender hatred among various social groups. Therefore, the core of the fight against extremism lies in prohibiting the “communication” of such ideas to others. This fight is usually conducted through banning the activities of varied religious organizations that have been recognized as extremist. However, the government has not been transparent about how it reaches the determination of what constitutes “extremism” or “terrorism.”

The Law on the Fight Against Extremism (Antiextremism Law) was adopted by the Tajikistani legislature in 2003. The Law defines extremism as “radical activity of individuals and organizations, aimed at destabilization, subverting the constitutional order in the country, seizing power, [or] inciting racial, national, social, or religious hatred.” The Law does not distinguish among various types of extremism, including religious extremism.

---
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III. Legal Framework for Fighting Extremism

A. Domestic Legislation

Provisions countering extremism can be found in various Tajikistani legal acts. Article 8 of the Constitution of Tajikistan states that “[t]he establishment and activity of public associations and political parties which encourage racism, nationalism, social and religious enmity, and hatred, as well as advocate the forcible overthrow of the constitutional state structures and the formation of armed groups shall be prohibited.” Similar norms are included in other laws. The Law on Freedom of Conscience and Religious Associations (Freedom of Religion Law) prohibits provoking religious-based hatred, enmity, or conflict, as well as humiliating and harming the religious sentiments of other citizens.

While regulating freedom of religion, the state acknowledges its responsibility for conducting tolerance-building policies and preventing religious fanaticism and extremism. This is why the state pays special attention to the way freedom of religion is implemented. The government believes that in order to fight extremism and prevent extremist manifestations and fanatic expressions, it is important to maintain control over the exercise of religious freedom, religious education, and circulation of religious literature. This point of view is not supported by the civil society, however. International NGOs claim that Tajikistani authorities interfere with the exercise of freedom of religion, and sometimes exceed the limits of necessity in fighting extremism and terrorism. They report that the “government policy establishing far-reaching controls over religious education and worship goes hand in hand with the restrictions on general religious freedoms, including traditional Muslim and minority Christian beliefs.”

According to Human Rights Watch, in recent years the Tajikistani government has destroyed a synagogue, a church, and three mosques, and has closed down hundreds of unregistered mosques. In August 2012, media reported that Tajikistan’s Committee on Religious Affairs, a government agency, had launched the installation of surveillance cameras in mosques, and that 40% of mosques had already been equipped with the cameras. Tajikistani authorities have also placed a ban on minority Muslim and Christian groups on the grounds that they are involved in “extremist” activities. Besides the restrictions previously mentioned, the government interferes

---
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with citizens conducting religious rites and pilgrimages,\(^{22}\) and restricts those who are suspected of association with extremist organizations from entering the country.\(^ {23}\)

Relevant provisions of the country’s Criminal Code and Code of Administrative Violations are used for punishing extremist activities.

### B. International Treaties and Cooperation

Tajikistan’s participation in regional international organizations, such as the Shanghai Cooperation Organization, Collective Security Treaty Organization, and the Commonwealth of Independent States, defines the methods used by the country to fight against extremism. The Shanghai Convention on Combating Terrorism, Separatism and Extremism outlines the major principles guiding activities in this field. It describes extremism as “any activity aimed at the violent seizure of power or violent holding of power, and at the violent subversion of the constitutional order of the state, as well as the violent encroachment on public security, including the establishment of an organization or illegal armed groups for this purpose, or participation in [such activities].”\(^ {24}\) The Convention requires that such activities be criminally prosecuted according to the national legislation of the parties to the Convention.\(^ {25}\) This broad conception of extremism and reference to the national legislation of the member states implies that the goal of the Convention is not to create a uniform approach toward the fight against extremism, but rather to facilitate cooperation between the member states in prosecuting the crimes mentioned without limiting the states’ independence.\(^ {26}\) The Convention emphasizes the member states’ obligation to cooperate in the sphere of preventing, discovering, and countering activities considered extremist using means provided by national legislation.\(^ {27}\)

Bilateral international treaties related to fighting extremism have been signed with China, Kazakhstan, Kyrgyzstan, and Uzbekistan. These agreements address regional specifics of fighting terrorism, separatism, and extremism; regulating the exchange of information on individuals involved in religious extremism, transnational organized crime, and other threats to the stability and security of the parties; defining measures aimed at preventing such individuals from crossing state borders; and formulating rules for conducting joint actions, including military actions.\(^ {28}\)

\(^{22}\) Freedom of Religion Law arts. 20–21.

\(^{23}\) Id. art. 9.5.
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\(^{27}\) Shanghai Convention, *supra* note 24, art. 2.2.

IV. Methods Used to Fight Extremism

A. Control over Religious Education

Religious education is regulated within the framework of fighting extremism. In a 2011 speech, Tajikistan’s President, Emomali Rakhmon, stated that it is the common responsibility of parents, scholars, and the clergy to build a peaceful society, and expressed concerns that those who study in religious schools abroad have more chances to become terrorists and extremists than mullahs or religious workers.29

This statement corresponds with the policy implemented by the Tajikistani government. On August 2, 2011, the President signed the Law on Responsibility of Parents for Educating and Raising Their Children.30 The Law states that parents must not allow persons under eighteen (who are referred to as children) to watch pornography and films containing violent, extremist, and terrorist scenes; read and disseminate books, pamphlets, newspapers, journals, or electronic text messages containing pornography and violent, extremist, or terrorist content; and participate in religious associations, except when they are officially enrolled in a religious institution.31 In addition, parents must not allow their children to study abroad unless they have received approval from authorized agencies.32 Parents who fail to comply with the requirements of this Law are subject to severe legal penalties (including fines and imprisonment) under the Tajikistan Criminal Code’s provision against obstructing compulsory education.33

Tajikistani police authorities have reportedly initiated criminal cases against individuals whose minor children are studying in Islamic religious schools in foreign Muslim countries.34 According to Abdulakhin Kholikov, Chairman of the government’s Religious Affairs Committee, almost 2,400 school-age children were studying at religious schools abroad at the beginning of 2011, and 1,870 of them returned home recently. Half of the students reported upon returning home that the teachers at these foreign religious schools had attempted to recruit them for violent Islamic groups.35
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In 2013 at a meeting with youth, President Rakhmon addressed the involvement of young people in terrorist and extremist Islamist parties and movements, and the detention of dozens of these young “extremists” by Tajikistani police. According to the President, Tajikistani authorities are aware of the fact that some young people are involved in alien religious movements and groups, and are “taking steps to solve this problem.”

Religious education is addressed by the Law on Freedom of Conscience and Religious Associations. It states that children aged seven to eighteen are permitted to receive religious education within the country upon written consent of their parents or other representatives. Such education must not interfere with general public education. All religious educational establishments must be licensed. In July 2013, five out of six existing Islamic religious schools (madrasas) in Tajikistan were temporarily closed for not having licenses to provide religious education.

The Amendments of June 28, 2011, to the Freedom of Religion Law regulate religious education abroad. The Amendments followed the President’s request of August 25, 2010, that all Tajikistanis studying abroad return home. In 2013 Tajikistani authorities announced that 1.6 thousand people who had been illegally enrolled in religious studies abroad were brought back to the country. Reportedly, more than 620 people have been detained in Tajikistan over the past five years after being accused of joining various terrorist organizations and extremist movements following their graduation from unrecognized religious schools in foreign countries.

Religious education abroad is not prohibited in Tajikistan, but it is subject to a number of specific requirements, such as prior religious education in Tajikistan and the written consent of the authorized government agency for regulating religious affairs. Noncompliance with the provisions requiring authorization to teach religion is punishable by fines of up to the equivalent
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of US$3,360. Tajikistani citizens who violate the provision against receiving religious education abroad can be fined an amount equivalent to US$420–840.

**B. Control Over the Circulation of Religious Literature and Related Items**

The government also controls the production and distribution of religious literature and related items with the aim of preventing extremism in Tajikistan. The Freedom of Religion Law provides for state theological evaluation and authorization of the production, export, import, sale, and distribution of religious literature and other related items. Religious literature and related items must display the name of the religious organization producing it.

The state theological evaluation is conducted by an authorized government agency in order to identify the specifics of the teachings of certain religious organizations, obtain correct information regarding their doctrine and practices, and review the content of their literature and items of religious significance. The unauthorized publishing, export, import, sales, and distribution of religious literature is a misdemeanor under the Code of Administrative Violations and is punishable by fines, which were substantially increased in 2011. A special provision of the Code outlaws producing, stockpiling, importing, transporting, and distributing banned media products or other banned published materials. Violations of this provision are punishable by fines up to US$3,360, with confiscation of the items in question. Even stricter fines are imposed for opening unregistered religious publishing houses.

**V. Punishment for Extremist Activities**

**A. Responsibility of Individuals**

A variety of activities containing elements of extremism can qualify as crimes or administrative violations under Tajikistani legislation. Punishment for such activities differs depending on whether the perpetrator is an ordinary person or an official of a public organization, the
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punishment being much more severe when the activity is carried out by an individual holding an official position in an organization.\textsuperscript{53}

Criminal liability for extremist activity is regulated by the Criminal Code of Tajikistan. The core provisions against religious extremism can be found in article 189, entitled “Inciting National, Racial, Regional, or Religious Hatred.” The definition of religious extremism includes “any actions aimed at inciting hatred based on national, racial, regional, or religious criteria[;] humiliation of national dignity[,] and propaganda of supremacy based on religion, nationality, [or] racial or regional origin, if these actions have been committed publicly or through mass media.” Such actions are punishable by imprisonment for up to five years.\textsuperscript{54}

It appears that the following three criteria must be met for an action to qualify as extremist:

- The ultimate purpose of committing the act must be inciting enmity and hatred toward various religious groups and conflicts among them.
- The hatred must be directed against a group or groups formed on such criteria as religion, race, ethnicity, etc., and not against an individual.
- The act must be committed publicly or through the use of mass media.\textsuperscript{55}

Article 189 of the Criminal Code states that a hate crime that is committed more than once, employs violence or the threat of violence, involves the abuse of official position, is committed by a group of persons, or is based on a prearranged agreement must be considered an aggravating circumstance.\textsuperscript{56} In addition, the commission of any crime out of racial or religious enmity is an aggravating circumstance and leads to a more severe punishment.\textsuperscript{57} The intention to cause national, religious, regional, or racial hatred is also considered an aggravating circumstance for prosecuting other crimes listed in the Code: assassination (article 104), intentionally inflicting harm on a person’s health (articles 110–112), torture (article 117), and desecration of dead bodies and graves (article 243).

Creating an extremist organization and participating in this organization’s activities are also crimes under Tajikistani legislation.\textsuperscript{58} Article 307\textsuperscript{2} of the Criminal Code defines an extremist organization as a group of persons organized for the purpose of perpetrating crimes prosecuted under articles 157 (interfering with activities of religious associations), 158 (interfering with activities of nongovernmental organizations or political parties), 160 (disrupting meetings, assemblies, and rallies), 185 (setting up illegal armed groups), 188 (creating public disorder), 189 (inciting hatred), 237 (hooliganism), 237.1 (vandalism), 242 (destroying monuments), and 243 (desecration of dead bodies and graves), if these crimes are committed out of national, racial,

\textsuperscript{53} Id. art. 462.2.
\textsuperscript{54} CRIMINAL CODE OF THE REPUBLIC OF TAJIKISTAN art. 189.
\textsuperscript{55} Id.
\textsuperscript{56} Id.
\textsuperscript{57} Id. art. 62.
\textsuperscript{58} Id. art. 307\textsuperscript{2}. 

The Law Library of Congress 53
political, ideological, or religious hatred. It is also considered a crime to manage such a group or a part of it, or to plan to commit the aforementioned crimes.

Creating an extremist organization is punishable by deprivation of freedom (criminal legislation provides for different forms of restrictions on freedom, e.g., arrest, imprisonment, obligatory labor, exile) for a term of five to eight years, with a prohibition on occupying certain positions for a period of between two and five years after the sentence has been served. Participation in such organizations is also punishable by up to five years of imprisonment followed by a three-year period of occupational restrictions. Those who voluntarily end their participation in an extremist group are relieved of criminal responsibility “if they have not committed another crime.” The motivation of hatred in committing these crimes is the most important factor qualifying their perpetrators for prosecution.

Article 307 of the Criminal Code provides for the punishment of those engaged in activities related to banned political, religious, or nongovernmental organizations. The Code distinguishes between simple participation in such organizations and organizing their activities. Activists of the banned organizations can be imprisoned for up to eight years, with further professional restrictions for a term of up to five years. Individual members of such organizations can be fined or imprisoned for a term of up to five years. Motivation appears to be immaterial for prosecuting individuals under article 307.

Religious education or study groups recognized as extremist are specifically addressed by the Tajikistani Criminal Code. Managing such groups or taking part in their activities is punishable by imprisonment for no less than five and no more than eight years, with confiscation of personal assets. Seemingly, the intention to commit a hate crime is not considered a motivation required to bring charges against a person taking part in studies provided by an extremist educational group. The Law is not clear whether prosecuting a person for studying with such a group first requires proving that the person understood the extremist character of the organization.

B. Responsibility of Organizations

The responsibility of organizations involved in extremist activities is established by the Antiterrorism Law and the Freedom of Religion Law. Both Laws provide for enforcement measures such as the following: notifying an organization that activities it is conducting are considered extremist and impermissible in the opinion of the supervising government authority (impermissibility does not amount to illegality, however); issuing a warning to such an organization; banning an organization’s activities; and liquidating a religious organization.
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If there is a reason to suspect that an organization is preparing to engage in illegal actions of an extremist nature, and there are no grounds for bringing criminal charges, the Prosecutor General of Tajikistan or other subordinate prosecutor sends a notification to the organization, pointing out the impermissibility of committing such actions and stating the facts that have caused suspicion that illegal actions might be conducted. Warnings are issued by the Prosecutor General or other subordinate prosecutors, or by a state agency designated to fight against extremism, in cases when government authorities discover facts demonstrating the existence of extremist elements in an organization’s activity. The warning must also identify measures that need to be taken to correct the situation and the time frame during which the situation must be rectified. Under law, this term cannot exceed one month from the day of the warning. If during the time period specified in the warning the violation is not rectified, or another violation is committed by the same organization within a twelve-month period, the Prosecutor General must file a claim to the court for the liquidation of the organization or banning of the religious community.

Notifications and warnings issued by the Prosecutor General and other government officials can be appealed in a lower-level court in the area where the organization is registered.

The liquidation of an organization or ban on a religious community can be imposed by the court for failing to rectify the violation indicated by the Prosecutor General in his warning during the specified time; for committing another violation within a twelve-month period after the warning has been issued; for conducting extremist activity that results in the violation of human rights, causing damage to people, their health, the environment, public security, or the economic interests of the state and individuals; or creating the threat of such damage. During the court hearings on liquidating an organization or banning a religious community, the government may request the court to order the organization or community under trial to halt its activities until the court makes its decision.

The penalties applicable to mass media outlets for disseminating extremist materials are similar to those imposed on other organizations.
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## LEGAL PROVISIONS ON FIGHTING EXTREMISM:
CHINA, PAKISTAN, RUSSIA AND TAJIKISTAN:
COMPARATIVE SURVEY

<table>
<thead>
<tr>
<th></th>
<th>CHINA</th>
<th>PAKISTAN</th>
<th>RUSSIA</th>
<th>TAJIKISTAN</th>
</tr>
</thead>
</table>
| **Definition** | “Extremism” is not clearly defined in domestic law. There is no comprehensive counterterrorism law or a law fighting extremism.  
In 2011, “terrorist activities” were defined by the national legislative body as: acts that seriously endanger the society such as acts that cause or intend to cause the death or injury of an individual, the heavy losses of properties, the damage of public facilities or the disruption of social order by such means as violence, destruction or intimidation for the purposes of creating social panic, endangering public security or coercing the State organs or international organizations and the acts of instigating, funding or otherwise assisting in the above activities. | “Terrorism” means the use or threat of action where the use or threat is designed to coerce and intimidate or overawe the Government or the public or a section of the public or community or sector or create a sense of fear or insecurity in society; or The use or threat is made for the purpose of advancing a religious, sectarian or ethnic cause. (Sec. 6, Anti-Terrorism Act, 1997) | Activity of non-governmental, religious and other organizations, mass media or individuals, aimed at planning, organizing and implementing actions aimed at forcible change of the foundations of the constitutional system and violation of integrity of the Russian Federation; public justification of terrorism and other terrorist activity; incitement of social, racial, ethnic or religious hatred; propaganda of exclusiveness, superiority or inferiority of an individual based on his/her social, racial, ethnic, religious or linguistic identity, or his/her attitude to religion; violation of rights, liberties and legitimate interests of an individual because of his/her social, racial, ethnic, religious or linguistic identity or attitude to religion; (Article 1, Law of Russian Federation on Countering Extremist Activity) | Radical activity of legal and natural entities, which call for destabilization, change of constitutional order in the country, seize of power in the country, causing racial, national, social or religious hatred. *(Article 3, Law on Fighting Extremism of Republic of Tajikistan)* |
| **Core Legal Provision** | The socialist system is the basic system of the People's Republic of China. Disruption of the No core constitutional provision on extremism but the Constitution of Pakistan | Propaganda, promotion of social, racial, national, and religious supremacy as well as propaganda | Creation and activity of assemblies advocating racial, national, social and religious |
socialist system by any organization or individual is prohibited. (Article 1, Constitution of China) Discrimination against and oppression of any ethnic groups are prohibited; any act which undermines the unity of the ethnic groups or instigates division is prohibited. (Article 4, Constitution of China) No one may make use of religion to engage in activities that disrupt public order, impair the health of citizens or interfere with the educational system of the State. (Article 36, Constitution of China)

<table>
<thead>
<tr>
<th>Legal Acts Governing the Field</th>
<th>Anti-Terrorism Act, 1997</th>
<th>Law on Countering Extremist Activity</th>
<th>Law on Fighting Extremism</th>
</tr>
</thead>
<tbody>
<tr>
<td>Two regulations mentioning “religious extremism”: Regulation on Religious Affairs; Regulation on Broadcasting and Television Administration.</td>
<td>Code of Administrative Violations</td>
<td>Law on Responsibility of Parents for Educating and Upbringing their Children</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Criminal Code</td>
<td>Code of Administrative Violations</td>
</tr>
<tr>
<td>Ways of Enforcement</td>
<td>Anti-Terrorism Act imposes criminal liability for acts of terrorism and acts intended or likely to stir up sectarian hatred</td>
<td>Criminal liability for propaganda and instigation of hatred among social groups (criminal’s motivation is the determining factor)</td>
<td>Control over religious education of children</td>
</tr>
<tr>
<td>The State establishes national counterterrorism task force (leading institution)</td>
<td>Establishment of Anti-</td>
<td></td>
<td>Control over circulation of religious literature</td>
</tr>
<tr>
<td>The counterterrorism leading institution determines lists of terrorist organizations and</td>
<td>Terrorism Act</td>
<td>Criminal liability for</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Promotion of social, racial, national, and religious enmity or instigation of such enmity shall be forbidden. (Article 29, Constitution of Russia)**

**Hatred or calling for violent overthrowing of constitutional order and organization of armed groups shall be forbidden. (Article 8, Constitution of Tajikistan)**
<table>
<thead>
<tr>
<th><strong>International Obligations</strong></th>
<th><strong>terrorism, which will be published by the Ministry of Public Security</strong></th>
<th><strong>Terrorism Courts (ATCs)</strong> Power of Federal Government to proscribe organizations concerned with terrorism, place organizations under observation, and list activists, office-bearers or associates of organizations concerned or suspected to be concerned with terrorism or sectarianism</th>
<th><strong>Dissolution and banning organizations conducting extremist activity</strong> Blacklisting media publishing extremist materials.</th>
<th><strong>propaganda and instigation of hatred among social groups (criminal’s motivation is the determining factor)</strong> Criminal liability for participation in extremist organizations Dissolution and banning organizations conducting extremist activity.</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Shanghai Convention (The “Three Forces” approach appeared in a national development plan prior to the establishment of the SCO in the same year)</strong> Bilateral agreements on combating Terrorism, Separatism and Extremism signed with Kyrgyzstan, Kazakhstan, Tajikistan, Uzbekistan, Pakistan, Turkmenistan, and Russia</td>
<td><strong>Currently has observer status at SCO Seeking full membership</strong> Currently has bilateral Cooperation Agreement on Combating Terrorism, Separatism and Extremism with the People's Republic of China, signed on April 5, 2005</td>
<td><strong>Shanghai Convention on Combating Terrorism, Separatism and Extremism Cooperation Agreement between Russia and China on Combating Terrorism, Separatism and Extremism</strong></td>
<td><strong>Shanghai Convention on Combating Terrorism, Separatism and Extremism Agreement with China on Cooperation in Fight Against Terrorism, Separatism and Extremism (Sept. 2, 2003) Treaty with Kazakhstan, Kyrgyzstan, and Uzbekistan on Joint Actions in Fighting Terrorism, Political and Religious Extremism, Transnational Organized Crime, and Other Threats to Stability and Security of the Parties (Apr. 21, 2000) SCO Agreement on Cooperation in Preventing Entry to Member States for persons participating in terrorism, separatism and extremism (June 15, 2006)</strong></td>
<td></td>
</tr>
</tbody>
</table>