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1 Purpose
The purpose of this is to capture all requirements that will drive disposition activities. 
.

2 Systems Architecture/Design
In order to analyze disposition requirements effectively, systems architecture needs to be verified or created if such systems architecture diagram wasn’t captured earlier in Concept of Operations or Design Document when the system was originally designed, developed and deployed. PM will involve BA, System Owner, System and Application Administrators, Application Developer and Solution, Enterprise and Network Architects to ensure the creation or review of the existing systems architecture diagram is correct and aligned with information included in Disposition Memo. Team should consider reviewing and factoring in OCIO Change Requests related to application and system while verifying or creating systems architecture diagram.
3 Disposition Requirements

Disposition Memo will include high level requirements which need to be further analyzed to capture all requirements that will drive disposition activities. Business Analysts will lead this activity and document all disposition requirements in this section. Disposition stakeholders will need to provide input and support Business Analyst to capture the requirements. For each category in the table below, provide one or more requirement which must be fulfilled as part of this disposition effort. For reach requirement, indicate who (name or stakeholder role) will be responsible for fulfilling the requirement in the Executor/Responsible column. State ‘N/A’ in the Requirements column for all non-applicable categories of requirements.
	
	Category
	Requirements
	Executor/

Responsible

	1
	Data Archival

Consider System Owner/User and Records Managements/NARA data/records and or entire database archival need


	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	2
	Data/Records Disposition 

Consider Records Managements/NARA data/records disposition need and make sure there is no conflict with data archival requirements
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	3
	Data Migration

Please confirm that there are no Data Migration requirements. Data migration should be completed prior to the disposition as part of a separate project.
	
	NA

	4
	Function, Component, Operation and Process Migration

Please confirm that there are no Function, Component, Operation, Process Migration requirements. This migration should be completed prior to the disposition as part of a separate project.
	
	NA

	5
	Software Archive

Consider Source Code, Scripts and Schedules


	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	6
	Artifact Archive

Consider any records and documents need to be archived
	
	

	
	
	
	

	
	
	
	

	7
	Database, Database Scripts and Settings Backup

Database backups are used to restore databases. Production database will be final backed up to tape prior to the removal and will be retained for xxx year as part of standard operating procedure.

Consider any table level backup required

Consider any database scripts and settings need to be backed up
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	8
	Remove Database Schedule and Monitoring, Database Scripts, Database Backup and Database
Identify which databases need to be removed along with backup copies. Remove entries from database backup and monitoring
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	9
	Remove or cancel software/applications

Consider discontinuing software licenses, Discontinuing or re-assigning database licenses, uninstalling software and freeing up database licenses
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	10
	Remove URL and SOPs

Identify URLs and SOPs that need to be removed
	
	

	
	
	
	

	
	
	
	

	11
	Disconnect and free up File Server/SAN

Identify File Server that needs to be disconnected and free up File allocation space
	
	

	
	
	
	

	
	
	
	

	12
	Remove Server Monitoring

Identify which server(s) needs to be removed from Server Monitoring list or application
	
	

	
	
	
	

	
	
	
	

	13
	Remove Access

Remove User, Admin and Developer access
	
	

	
	
	
	

	
	
	
	

	14
	Free up or remove application and database Servers

Application Server (s) (test and production), Database Server(s) (test and production) that need to be freed up or removed
	
	

	
	
	
	

	
	
	
	

	15
	Network Port

Identify if any network port needs to be closed and freed up
	
	

	
	
	
	

	
	
	
	

	16
	Security

Consider updating Security Certification Cycle and Security Documents for the application or system being disposed of
	
	

	
	
	
	

	
	
	
	

	17
	Update Various Lists and Plans

Check if System Owner list, NARA listing, COOP/Data Center Plan, Survival Guide, OCIO Relationship Liaison list need to be updated
	
	

	
	
	
	

	
	
	
	


Systems Architecture Diagram and Disposition Requirements
1

